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FCC Statement

FS

Federal Communication Commission Interference Statement This equipment has

been tested and found to comply with the limits for a Class B digital device, pursuant

to Part 15 of the FCC Rules.

These limits are designed to provide reasonable protection against harmful

interference in a residential installation. This equipment generates, uses and can

radiate radio frequency energy and, if not installed and used in accordance with the

instructions, may cause harmful interference to radio communications. However,

there is no guarantee that interference will not occur in a particular installation. If this

equipment does cause harmful interference to radio or television reception, which can

be determined by turning the equipment off and on, the user is encouraged to try to

correct the interference by one of the following measures:

® Reorient or relocate the receiving antenna.

® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

® Consult the dealer or an experienced radio/TV technician for help.

FCC Caution

1. The device complies with Part 15 of the FCC rules. Operation is subject to the
following conditions:

2. This device may not cause harmful interference, and this device must accept any
interference received, including interference that may cause undesired
operation.

3. FCC RF Radiation Exposure Statement: The equipment complies with FCC RF
radiation exposure limits set forth for an uncontrolled environment. This
equipment should be installed and operated with a minimum distance of 20
centimeters between the radiator and your body.

4. This Transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

5. Changes or modifications to this unit not expressly approved by the party
responsible for compliance could void the user authority to operate the
equipment.

IMPORTANT NOTE

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with
minimum distance20cm between the radiator & your body.
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CE Mark Warning

CeD

This is a class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

National Restrictions
Frequency range - 2400.0 - 2483.5 MHz

Country Country Reason/remark

General authorization required for outdoor use

Bulgaria none . .
g and public service.

Military Radiolocation use. Refarming of the 2.4
GHz band has been ongoing in recent years to
allow current relaxed regulation. Full
implementation planned 2012.

Outdoor use limited to 10
France mwW e.i.r.p. within the
band 2454-2483.5 MHz

If used outside of own premises, general

Ital none o :
y authorization is required.

General authorization required for network and

Luxembourg | none .
service supply (not for spectrum).

This subsection does not apply for the
Norway Implemented geographical area within a radius of 20 km from
the centre of Ny-Alesund.

Russian

Federation none Only for indoor applications.

Note: Please don't use the product outdoors in France

CE Statement of Conformity

Our product has been tested in typical configuration by Ecom Sertech Corp and was found to
comply with the essential requirement of "Council Directive on the Approximation of the Laws
of the Member Sates relating to Electromagnetic Compatibility” (89/336/EEC; 92/31/EEC,;
93/68/EEC). The Declaration of Conformity can be found at the Sapido regional website.
www.sapidotech.de

CE Information of Disposal

hi¢

i
The electric and electronic equipment or unit which is labeled with crossed-out wheeled bin

may not be disposed of with household waste. This mark is based on European Directive
2002/96/EC (for Waste Electric and Electronic Equipment=WEEE).

Please take it to the designated collection facilities. We will ensure the proper recycling, reuse
and other forms of recovery of WEEE. WEEE has the potential effects on the environment
and human health as a result of the presence of hazardous substances. You can contribute to
eliminate these effects by your cooperation.
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Safe Seating Gestures

You should follow the manufacturer’s instructions for adjusting the backrest to fit your body
properly.

B An adjustable chair that provides firm, comfortable support is best.
B Adjust the height of the chair so your thighs are horizontal and your feet flat on the floor.

E The back of the chair should support your lower back (lumbar region).

45-70 cm (18-28 in.)

gn

kA .
Shouldsrsralased i: // e = | Top of the screen at or slightly below

k eye level (You may need to adjust the

- height of your display by raising or

Forearms and hands P et lowering your work surface.)
in a straight line | \

Screen positioned to avoid

Forearms level reflected glare

N
or tilted slightly

Lower back supported [ Clearance under work surface

Thighs tilted slightly Feet flat on the floor

or on a footrest
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Chapter 1  Introduction

1.1 Overview

N* Broadband Router is a portable and convenient wireless solution for delivering 802.11n
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wireless connectivity with a maximum wireless signal rate of up to 300Mbps. Use it in
conference rooms, hotel rooms, or even at hotspots.

Moreover, with connect to a 3.5G (EVDO/HSPA) or WAMI USB modem, this N+
Broadband Router allows user to share the wiralessork outdoor or be an alternative or
backup to fixed broadband.

1.2 Features

. UPNP Supported ; insert your 3.5G or WiMAX modem card and enjoy the Internet
without extra setting

e 3.5G and Wireless 11n Combo ; Ideal for mobility or backup for fixed lined connection

*  WPS button provides not only an easy and secured wireless network but also a WDS
repeater in one push

. Friendly user interface with 12 languages  supported; takes only 5 seconds to switch
to your preferred language

. Multiple APs Supported; adds or limits the properties for classed SSID, increasing the
flexibility and efficiency of the network.

*  Superior, reliable performance; 20000 fast recycling sessions provide a stable
network connection for P2P downloading.
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1.3 Hardware Specifications

Item Specification
WAN Port 1 x 10/100 Mbps RJ45, with auto MDI/MDIX
LAN Port 4 x 10/100 Mbps RJ45, with auto MDI/MDIX
Wireless IEEE 802.11n (Chipset onboard)
USB2.0 Port 1 USB Port

Others

Operation Requiremen

Operating Temp. 0° to 40°C (32° to 10°F)

Storage Temp. -20° to 70°C (-4° to 158°F)
Operating Humidity 10% to 85% Non-Condensing
Storage Humidity 5% to 90% Non-Condensing

Session 20000
Antenna Internal X1, External X1
Dimensions 150mm(L) x 150mm(W) x 33mm(H)
Reboot button / Reset button — hold for 1seconetoot, hold
Button for 5 seconds is to reset.

WPS button — When push the WPS button, the systemtering
the WPS connection mode.

Power supply

Adapt AC 90V ~ 240V in/DC 5V 1.2A output

http://www.sapido.com.tw/
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1.3.1 Product Appearance

AR R N B E -

—
L J

LED Indicator
& & 2 BEaas

(1.) WPS button
Users can use WPS connection easily.

(2.) LAN port
LAN port is for connecting your PC, printer server, or switch, etc.

(3.) WAN port
WAN port is for connecting to an xDSL or CABLE modem.

(4.) Reset button
This button is for resetting 3.5G Download Server Router back to factory
default settings. When a user hold the reset button over 5 seconds, everything
is back to factory default settings; if user just hold for 1 seconds, this machine
will only reboot, not reset to factory default settings.

(5.) USB port
Users can connect with USB thumb drive .

1.3.2 LED Indicator Status Description

Status

LED Indicator Solid Flashing

© pOWER Operation OK Power on

Green: Reset/Firmware updates in progress
Orange: WPS enabled

£
¥ STATUS Operation OK

" WIRELESS & WPS Green: Transmitting Data

Operation OK —
Orange: Establishing WPS

& WAN Internet OK Transmitting Data

b an e e aN Ethernet OK Transmitting Data
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1.4 System Requirements

To begin with N+ Broadband Router, you must have the following minimum system
requirements. If your system can't correspond to the following requirements, you might get

some unknown troubles on your system.
m XDSL/Cable Modem and broadband Internet Account.
m  One Ethernet (10 BASE-T or 10/100 BASE-TX) network interface card.

m CP/IP and at least one web browser software installed (E.g.: Internet Explorer 5.0,
Netscape Navigator 7.x, Apple Safari 2.03 or higher version).

m At lease one 802.11g (54Mbps) or one 802.11b (11Mbps) wireless adapter for wireless

mobile clients.

B Recommended OS: Win2000 or WinXP / Linux.

1.5 Get Your IP Automatically & Manually

After N+ Broadband Router connected with your computer, please make sure your IP is in the
automatic IP position or you adjust it manually in order to activate the Internet network from
home to Internet. If you don’'t know how to enter the settings, please follow the steps as

below.

Step1l. Go to Start>Settings > Network Connections and then select Local Area

Connection .

[j, Conkrol Panel l

!, Sattings

", Metwork Connections
Search

>

% PrTErs S Fave

) Help and Support g Taskbar and Start Menu

Run...

‘_1 Log ofF arnold chen. ..

EOI Turn OFf Computer...

Windows XP Professional

74 start TEG

¥

http://www.sapido.com.tw/ 10 Version 1.0



File

Edit  Yiew Favorites Tools  Advanced Help
P

{ L) l? /_\JSearch |L Folders v

‘:‘_ Webwaork Connections

Address

1394 Connection
Network Tasks Sl L Local Area Connection
| Local Area Connection 2

Create a new connection

Setup a home ar small
office network

Step 2.  Click on Properties

-L Local Area Connection Status

General |-5 uppori |
Cannection
Status: Connected
Druration: 2336:29
Speed: 100.0 Mbps
Achivity
ent — — ECElVE
v ol i
Lag
Packets: 3218 | 17.308
[ Froperties J [ Dizable ]

Cloze

Step 3. Double click on Internet Protocol (TCP/IP).

- Local Area Connection Properties

Cornect using:

‘ BS Realek RTLE139 Family PCI Fast Ethernet MIC |

This connection uses the following tems:
) g Client far Microsaft Webworks

Q File: and Printer Sharing for Microzaft Netwarks
QQDS Packet Scheduler

Intemet Protocol [TCR:
el
[iezcription

Transmiggion Control Protocol/nternet Protocol. The default
wide area netwark pratocal that provides communication
across diverse interconnected nebworks,

[ Show icon in notification area when connected

[ Ok ] [ Cancel

http://www.sapido.com.tw/ 11
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Step 4-1. For getting IP automatically if you are one of the users under N+ Broadband Router,
please skip Use the following IP address and then select Obtain an IP address
automatically and Obtain DNS server address automatically  and then click on OK button.

Internet Protocol (TCP/IP) Properties @

General | Altemate Eonfiguratioﬁ'

‘You can get |P settings assigned automatically if pour netwark supports
thiz capability. Otherwise, you need to ask your network. administrator for
the appropriate [P zettings:

%) Obtain an |P address automatically
() Use the following IP address:

(%) Obtain DMS server address autamatically
{7) Usze the fallawing DMS server addresses:;

[ 0K ][ Cancel ]

Step 4-2. For getting IP manually in order to specify a Virtual Server, such as Print Server,
FTP Server and so on, please skip Obtain an IP address automatically and then select Use
the following IP address . And the following default setting of N+ Broadband Router should
be noted:

. IP Address: 192.168.1.10 (as your Print Server for example)
*  Subnet Mask: 255.255.255.0
. Default Gateway: 192.168.1.1

Note: If you configure your computer’'s IP Address m anually, it needs to be on the same
network segment.

For example:

® |P Address: 192.168.1.xxx (xxx can be any number between 2 and 253, but it can’t be
repeated, we use 100 to be the example.)

® Subnet Mask: 255.255.255.0

® Gateway: 192.168.1.1 (this is the IP address of N+ Broadband Router in Router Mode)

® DNS: 192.168.1.1 (use N+ Broadband Router’s IP address or on your own choice)

‘Note: IP address and Default gateway cannot be the  same.
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Internet Protocol (TCP/IP) Properties

General
You can get IP settings assighed automatically if pour nebwark, supports
thiz capability. Othenwize, wou need to ask your nebwark, adminiztratar for
the appropriate IF settings,
Obtain. arlE add: Lbamnaticalln
: )
(@ Use the following [P address:
IP address: | 192 0168 . 1 . 100 |
Subret mask: | 255 . 285 . 255. 0 |
Default gateway: [192.188. 1 .1 | )
Obtair DNS zerver-address autommatically
wridrethefolliowing B Srerveraddresses ~
Prefered DNS server: I_1-é2 8. 1. 1_|
Alternate DNS zarver | . . . [
J
[ ok l [ Cancel ]

1.5.1 Network Testing

There are two ways to test your Network whether it can work on Internet or not. They are
“Testing with Internet Browser” and “Testing with Dos”.

1.5.2 Testing with Internet Browser

Open an Internet Browser, such as Internet Explore or Netscape. Input a valid web address
you like, for example, http://www.yahoo.com in the web address blank and then press
enter. If the website appears, that means your Internet is working under normal situation.

3 about:blank - Microsoft Internet Explorer

File Edit Wiew Favoribes Tools  Help

- T I ® —, &
Qe - © [0 @ & Psswen e

Address

http:/hwnenn yahoo.com
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1.5.2.1 Testing with DOS (Windows XP Platform)

Step 1. Go to start > Run.

,43 Windows Messenger

@ Tour Windows XP
I_) Search

§ "-"'
&:H Windows Mowie Maker =
=7 Ruri..,,

all Programs D

i Log off (@ | Turn Off Computer

Step 2. Input cmd in the blank, and then click OK button. The Command Prompt window

appears.

Run EﬂEE

- Tvpe the name of a program, Folder, document, or
5 Internet resource, and Windows will apen it Far you.

Open; [ ] W

I Ok H Cancel H Browse. ..

Step 3. Input ipconfig in the flashing area then press enter. You will get an IP Address

192.168.1.100, for example, and Default Gateway as 192.168.1.1.

Ethernet adaptewr

Conne i specific DNS Suffix

Subnet Mask . . .
Default Gateway .

Step 4. Ping a legal WAN Address such as 192.168.1.1. If Internet works, it will show Reply
from 192.168.1.1: bytes = 32 time = 3ms TTL =64, for example.
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C:sDocuments and Settings“choul>ping 192.168.1.1

Pinging 192.168.1.1 with 32 bhyteszs of data:

Reply from 192.168.1.1: hy :
Reply from 122.168.1.1: hy time=1ms TTL=64

Reply from 192.168.1.1: bytes=32 time 5 TTL=b4

g for 192_168_.1_.1:
Sent = 4, Received = 4, Lost = 8 (B8
Approximate rowund trip times in milli-seconds:
Minimum = ims, Maximum = 2ms,. Average = 1ms

If it can’t work, it will show Request timed out .

C:“Documents and Settings“choulping 192.168.1.1
Pinging 192.168.1.1 with 32 hytes of data:

timed out.
timed out.
timed out.
timed out.

Ping statistics for 192.168.1.1:
Packetsz: Sent = 4, Received = B, Lost = 4 (100@x
Approximate round trip timez in milli—seconds:
Minimum = Bms, Maximum = Bmz, Average = Bms

http://www.sapido.com.tw/ 15
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Chapter 2 Hardware Installation

2.1 Diagram of Connecting Hardware to N * Broadband Router

N* Broadband Router is a portable and convenient wireless solution for delivering 802.11n
wireless connectivity with a maximum wireless signal rate of up to 300Mbps. Use it in
conference rooms, hotel rooms, or even at hotspots.

2.1.1 Hardware Connection and Application for Route  r Mode

When N+ Broadband Router switches to Router Mode, there will be each WAN and LAN port
existing, the administrator can do the Quick Setup including WAN Setup, LAN Setup,
Wireless Setup, Time Server Setup, Password Setup, Firewall Setup, QoS Setup.

Router Mode a
8 = (| L#
L
Inbernet atle moder > B N\
it
M W \ -
| |
_!.m ;!&3 _!zii
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Chapter 3  One Button Setup

The advanced One Button Setup provides users a simple way to set up the complicated
network. Instead of numbers of IPs to be memorized, you just need to fill in some necessary
information and then enjoy the secured internet by clicking the “Finished ” button.

3.1 One Button Setup configuration for Router Mode

The default UPnP of N+ Broadband Router is ON. When users connect N+ Broadband
Router to their PC, and icon will show up in the right-down corner.

. My Network Places

File  Edit Wiew Favorites Tools  Help

\_/,1 Back \_;,l L’j p Search H__'* Folders v

Address ‘g} MMy Mebwork Places

Local Network

g

Metwork Tasks

-
g add a network: place g BAPIDO_EB-1232
"_:3 Mg network connections :

@ Set up a home ar small
aoffice netwark

< Sek up a wireless network
for a home or small office

;,‘ View wiarkaroup compukers

_ Hide icans Far netwaorked
LPnP devices

Step 1. Click the Internet Gateway Device to open the login page.

B - My Network Places

File Edit “iew Favorites Tools Help

\_) Back \_;1 l-ﬁ; p Search H:‘ Folders v

Address ‘g My Metwork Places

Local Metwork

b

Network Tasks

=
g Add a network place g SAPIDO_EB-1232
@ Yiew nebwork connections '

Set up a home or small
office network.

-] .
= et up awireless netwark
for a home ar small office

’1" Yiew workgroup computers

@ Hide icons For networked
UPRP devices
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—
O g Administrator Login

LIsgrnarme | | |

Password © | |

Step 2. Click One Button Setup on the left of the main menu under router mode.

— Router

One Button Setup

em Managerment

Log and Status

Logout

http://www.sapido.com.tw/ 18 Version 1.0



One Button Setup

This page is used to configure all of the server router function for first time.

Time Zone Select
Time Zone Select -

Change Password

New Passworil:

Device Name

Device Name:

WAN Interface Setup
WAN Interface:

Service:
Connect Speed:
SIM PIN:
Retype SIM PIN:
APN:
Username:
Password:

PHONE Number:

Wireless Setup
Ssi:

Encryption:

(G T+08-000 Taipet v

waPID0_RB-1232

3.5 ush dongle

UMTS/HEPAHSDPAHSUPA
@ fto Switch O 25G2.75G only - O 332.5G only
Meme

internet

THO#

SAPIDO_Al Broadband_Router

Mone v

Time Zone Select: Select your time zone from the Time Zone drop-down list.

Change Password: For changing password, please fill the password information into

http://www.sapido.com.tw/

19 Version 1.0



the blank.
m  Device Name: Name your device here. The default is “SAPIDO-RB-1232".
B WAN Interface Setup: Select the WAN Interface from the drop-down list.
B Service: Select 3.5G service type.
B Connect Speed: Select connection speed.
®  WAN Type Setup: Please choose the access type.
B Wireless Setup: Define the SSID, and Encryption type.

m  Finished: Click finished button to complete the setting.

Note: One Button Setup is not completed unless users finish all settings and click Finish button.
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Chapter 4 Basic Setup

4.1 Router Mode

Under Router Mode, the 3.5G plus 11n Download Router provides a Router/AP function. User
can get IP address assigned by ISP wired or wirelessly. It also supports NAT and DHCP
functions that enable multiple computers to share an Internet connection at the same time.

4.1.1 Administrator Setup Instruction

Open a Microsoft Internet Explorer, Mozilla Firefox or Apple Safari browser, and enter
http://192.168.1.1 (Default Gateway) into browser’s blank.

Notice: If the homepage doesn’t appear, please check if the TCP/IP configuration is obtaining IP address
automatically or not. If you don’t know how to do it, please refer to “1.5 Get your IP Automatically &
Manually”.

I—i Cannot find server - Microsoft Intern

File Edit Wiew Favorites Tools  Help

Qm - © B @G|

Aiddress http:ff192, 168, 1,1 login.aspl

Homepage

The default values for User Name and Password are admin (all in lowercase letters). Click
Login to enter.

LIsermanne | | |

Passwiord ; | |
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4.2 Basic Setup

Typical Configuration Manager Page consists of two separate frames. The left frame contains

all the means available for device configuration. Menus are indicated by file icons, and related

menus are grouped into categories, such as LAN, WAN and etc., and indicated by folder icon,

depending on whether the group of menus are expanded or not. You can click on any of these

to display a specific configuration page.

Select Step Setup on the left of the main menu. Then you'll see the full functionality selection

screen appears and detailed settings for each item, including “Basic ” and “Application ” two

parts.

Click Basic, you see 4 major items set in Basic Setup Selection. Please click Next to the

next page.

— Router

Router Basic Setup

step by step.

The setup wizard will guide you to configure access point for first time. Please follow the setup wizard

Welcome to Setup Wizard .

Logout

Tirne Zone Setup
LAMN Interface Setup
YWWAN Setup
YWireless Setup

Eal el

4.2.1 Time Zone Setup

Time Zone Setting

¥ou can maititain the system titme by synchronizing with a public tithe server over the
Internet.

[0 Enable NTP client update

Time Zone Select: | (GMT+05:00)Taipei

NTPserver: | 192.5.41.41 - North America

Select Enable NTP client update to maintain the system time.
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4.2.2 LAN Interface Setup

If you are using N+ Broadband Router with multiple PCs on your LAN, you must connect the
LAN via the Ethernet ports on the built-in Ethernet switch. You must assign a unique IP
address to each device residing on your LAN. The LAN IP address identifies the router as a
node on your network; that is, its IP address must be in the same subnet as the PCs on your
LAN. The default LAN IP for the Internet Security Router is 192.168.1.1.

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to the
LAN pott of your Access Point. Here you may change the setting for IP address, subnet
mask, DHCF, et

Device Narme: SAPIDO_RB-1232

IP Address: 192.168.1.1

[ Cancel ][Back ”Ne}{t]

For Gateway IP Address, the IP address 192.168.1.xxx (xxx can be any number between 1
and 254 that is not used by another device.) Please don’t change the default LAN IP settings
at this section until you have completed the rest of the configurations and confirm that your

Internet connection is working.

Click on Next button to proceed.
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4.2.3 WAN Setup

The WAN settings can be referred to as the Public setting. All IP information in the WAN
settings is public IP addresses which are accessible on the Internet. N+ Broadband Router
supports 4 interfaces and 4 access types to WAN. Select one of the WAN connection modes
required by your ISP in the following WAN Setup Configuration page, the WAN setup pages
will vary depending on what kind of WAN Type you select.

WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the YWARN port of your

Access Point. Here you may change the access method to static IP, DHCP, PPPoE ar PPTP by click the
itern value of YWAMN Access type.

WAN Interface: 3.5G ush dongle

Service: UMTS/HSPAMHSDPAHSUPA

Connect Speed: ® Auto Switch O 250275 only (O 3034.5C only
SIM PIN: Mome

Retype SIM PIN:

APN: internet
User Name:

Password:

PHONE Number: O

[ERET Q1 [T

Choose your WAN Interface and Access WAN type as the above mentioned, and click Next,
its associated settings will show up.
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4.2.3.1 WAN Interface-3.5G (HSDPA/UMTS)

If you are using HSDPA/UMTS (3.5G connection) as the WAN Type, please select 3.5G USB
Dongle and fill in the required information as follows to directly access Internet via connected

3.5G adapter. At this moment, Backup of Connection is not available. When 3.5G signal
cannot be reached, the system starts to search downward for 3/2.75/2.5G signals until none

existed.

WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the YWARN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPPoE ar PPTP by click the
itern value of YWAMN Access type.

WAN Interface:

Service:
Connect Speed:
SIM PIN:
Retype SIM PIN:
APN:

User Name:
Password:

PHONE Humber:

[ERET Q1 [T

3.5G ush dongle

UMTS/HSPAMHSDPAHSUPA
® Auto Switch O 250275 only (O 3034.5C only
Mome

internet

"Ho#
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4.2.3.2 WAN Interface— Ethernet Port

If you are using an Ethernet cable to connect the Internet, please select Ethernet port .

WAN Interface Setup

This page 1s used to configure the parameters for Internet network which connects to the WAN port of vour
Access Point. Here you may change the access method to static IP, DHCP. PPPoE or PPTF by click the
itern value of WAMN Access type

WAN Interface: Ethernet Port A

WAN Access Type: DHCP Client %

Backup of connection, check connection in every

3.5G Backup: s mintes.

Service: UMTS/HSPAHSDPAHSUPA »

Connect Speed: @& Auto Switch (O 23G/2.73G ontvy O 3G/3.3G ontv
SIM PIN: None

Retype SIN PIN:

APHN: internat

User name:

Password:

PHONE Number: *99#

[ Cancel ] [Elack ] [Nex‘[]

4.2.3.3 WAN Interface— WiMAX

If you are using WiIMAX as the WAN Type, please select WiMAX and fill in the required
information as follows to directly access Internet via connected WiMAX adapter.

WAN Interface Setup

This page is used to configure the parameters for Internet netwark which connects to the WARN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPPoE ar PPTP by click the
itern value of VWAN Access type.

WAN Interface:

User Name:

Passwori:
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4.2.3.4 WAN Interface— Wireless

If you are connecting the internet via wireless, please select Wireless and its associated
settings will show up underneath at the same time.

WAN Interface Setup

This page 15 used to configure the parameters for Internet network which connects to the WAM port of your
Access Point. Here you may change the access method to static P, DHCP, PPFoE or PPTP by click the
itern value of WARN Access type.

WAN Interface: |Wire|ess V|
_______
TEST_RE-1202 Wrdid 1 h767de 6 (B+HGHN) AP WEAFSE ot

WAN Access Type: DHCP Client

3.5G Backup: EMpofomma:ﬁmcha:kooma:ﬂOnmE\m
TolnniEs,

Service: | UMTS/HSPAHSDPAHSUPA v|

Connect Speed: & Auto Switch O 25082 75 only O 333,53 only

Retype SIMPIN: [ |

APN: |internet |
User name: | |
Password: | |
PHONE Number: g9 |

[ Coocel | [ Back ] [Hem]

You can see a list of available Wireless networks. Select you preferred one to connect and
the Encryption type form the drop-down list.
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4.2.3.5 WAN Access Type — Static IP

Choose Static IP Address if all WAN IP information is provided to you by your ISP. You will
need to enter the IP address, IP Netmask and IP gateway as provided. Each entered fields
must be in the appropriate IP form, which are four IP octets separated by a dot (x.x.x.x). The
Router will not accept the IP address if it is not in this format. Fill in the DNS information
provided by your ISP; otherwise, Domain Name can't be used.

In particular, here provides 3G or 3.5G transmission rate when the 3.5G adapter is plugged,
just check to apply for the backup. In other words, once Static IP connection is disconnected,
the system automatically connects Internet via 3.5G adapter. If 3.5G signal is not available, it
starts to search downward for 3/2.75/2.5G signals until none existed. The default interval
between the two connection detection is 3 minutes. The interval range is from 1 to 60
minutes.

The 3.5G feature is working as mutual backup for other 3 WAN Types, and the required
information is listed as follows, such as user name, password and SIM PIN etc. That is,
setting up the interval time to auto detect whether the Internet connection is lost or not. If yes,
the system immediately switches to 3.5G Internet connection and will disconnect
automatically when the original Static IP connection recovers.
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WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPFPoE or PFTF by click the
itermn value of WAN Access type.

WAN Interface: Ethernet Port w

WAN Access Type: anc B R

IP Address: 172,111
Subnet Mask: 2552552550
Default Gateway: 172,1.1.254
DNS:
3.5G Backup: Badmpofoonnﬂction,chﬂ:komma:tionmﬂm 3
Tolnnies,
Service: UMTS/HSPAHSDPAMHSURA »
Connect Speed: ® anto Switch O 25G2.75G only O 365G cnly
SIM PIN: Mone

Retype SIM PIN:

APN: internet
User name:

Password:

PHONE Number: Ho#

[(Concel | [Beck ] {Next]

Click on Next button to go on next setting page.
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4.2.3.6 WAN Access Type — Dynamic IP

Choose Dynamic IP to obtain IP address information automatically from your ISP. Select this
option if your ISP does not give you any IP numbers to use. This option is commonly used for
Cable modem services.

Apply 3G or 3.5G transmission rate for the backup. Once Dynamic IP connection is
disconnected, the system automatically connects Internet via 3.5G adapter. If 3.5G signal is
not available, it starts to search downward for 3/2.75/2.5G signals until none existed.

Setting up the interval time to auto detect whether the Internet connection is lost or not. If yes,
the system immediately switches to 3.5G Internet connection and will disconnect
automatically the original Dynamic IP recovers.

WAN Interface Setup

This page is used to configure the parameters for Internet network which conne
Access Point. Here you may change the access method to static IF, DHCP, F
itern value of WWAN Access type.

WAN Interface: Ethernet Fort v

WAN Access Type: DHCP Chent {92

3.5G Backup: BmPOfmmmdﬂkm@an 3
Tolnntes,

Service: UMTS/HEPAHSDPAHSUPA v

Connect Speed: @ puto Switch O 2.5G2.75G only O 3G/3.5G only

SIM PIN: Mone

Retype SIM PIN:

APN: internet
User name:

Password:

PHONE Number: R

[ Concel ] [Back] [Mext]

Click on Next button to go on next setting page.
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4.2.3.7 WAN Access Type — PPPoE

This option is typically used for DSL services. Choose PPPoE (Point to Point Protocol over
Ethernet) if your ISP uses PPPoE connection. Your ISP will provide you with a username and
password.

Apply 3G or 3.5G transmission rate for the backup. In other words, once PPPOE connection
is disconnected, the system automatically connects Internet via 3.5G adapter. If 3.5G signal
is not available, it starts to search downward for 3/2.75/2.5G signals until none existed.

Setting up the interval time to auto detect whether the Internet connection is lost or not. If yes,
the system immediately switches to 3.5G Internet connection and will disconnect
automatically the original PPPOE connection recovers.

WAN Interface Setup

This page is used to configure the parameters for Internet netwoark which connects to-
Access Point. Here you may change the access method to static IP, DHCF, PPPoE
item value of WAN Access type.

WAN Interface: Ethernet Fort w

WAN Access Type: HEN -

User Hame:

Password:

3.5G Backup: Bm?ﬁfmmmm@nmm 3
Tolntes,

Service: UMTSHSPAHSDPAHSURA »

Connect Speed: ® Auto Switch O 2.3G2.75G only O 3G5.5G only

SIM PIN: None

Retype SIM PIN:

APN: internet

User name:

Password:

PHONE Number: oo

[ Concel | [Back] [Mext]

Click on Next button to go on next setting page.
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4.2.3.8 WAN Access Type — PPTP

This option is typically used for DSL services. Some DSL service providers supply a special
DSL modem. This kind of modem only supports the PPTP tunnel to access the Internet, you
should create a PPTP tunnel that carries a PPP session and terminates on the DSL model.
Once the tunnel has been established, this kind of DSL modem will forward the PPP session
to the ISP. As long as the PPP session is connected, all the local users will be able to share
this PPP session to access to the Internet.

Apply 3G or 3.5G transmission rate for the backup. Once Dynamic IP connection is
disconnected, the system automatically connects Internet via 3.5G adapter. If 3.5G signal is
not available, it starts to search downward for 3/2.75/2.5G signals until none existed.

Setting up the interval time to auto detect whether the Internet connection is lost or not. If yes,
the system immediately switches to 3.5G Internet connection and will disconnect
automatically the original PPTP connection recovers.
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WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
Access Point. Here you may change the access method to static IP, DHCP, PPFoE
itern value of WAN Access type.

WAN Interface: Ethernet Fort w

WAN s Type: T

IP Address: 172112

Subnet Mask: 255255 2550

Server IP Address: 172111

User Name:

Password:

3.5G Backup: Bdemmmm@nmm 3
rolnuies,

Service: UMTS/HSPAHSDPAHSURL,

Connect Speed: ® anto Swirh O 25G2.75G enly O 3G/3.5G enly

SIM PIN: Moz

Retype SIM PIN:

APN: internet
User name:

Password:

PHONE Number: FOCE

[ Concel ] [Back | [Nex]

Click on Next button to go on next setting page.

http://www.sapido.com.tw/ 33 Version 1.0



4.2.3.9 Wireless Setup

First step is to name your SSID, and the default value is Download Server Router. Please
follow the illustrations below to proceed.

WAN Interface Setup

This page is used to configure the parameters for Internet netwark which connects to the WARN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPPoE or PPTP by click the
itern value of WAN Access type.

WAN Interface:

TEST_RB-1202 0A0ALETETde 6 (B AP WPA-PSE &8

Encryption:
WAN Access Type: DHCE Client «

3.5G Backup: BMpofwnna:ﬁOn,cha:kwnna:ﬁOnmE\m
TOInIiEs,

Service: | UMTS/HSPAMHSDPAMHSUPA, v|

Connect Speed: @ aato Switch O 2.532.75G only O 303.5C only

Retype SIMPIN: [ |

APN: |internet |
User name: | |
Password: | |
PHONE Number: "og# |

[ Concel | [Back] [Mew]

4.2.3.10 Wireless Security Setup

The security function is provided to prevent the connection requests from unauthorized
wireless clients. As the Encryption Type , select WEP or WPA can protect your data from
eavesdroppers, if you do not need the encryption, select “None” to skip the following setting.

a. Encrypt Type - WEP
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N+ Broadband Router supports both 64-bit and 128-bit encryption using the Wired
Equivalent Privacy (WEP) algorithm. Select the type of encryption you want to use
(64 or 128 bit) and configure one to four WEP Keys. The “1280bit” method is more

secure than the “64-bit”.

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may connect to your Access Point. Here
you tnay change wireless enctyption settings as well as wireless network parameters.

551ID: SAPIDD_ AN Broadband Router
Channel Number: 11 w

Encryption:

Key Length: Bd-bit  w

Key Format: Hex

Key Setting:

[ Cancel HEIan:k H Finished ]

Key Length: For 64bits WEP key, 10 hexadecimal digitals leading by Ox can be
entered. For 128bits WEP key, 26 hexadecimal digits leading by Ox can be entered.

Key Format: The keys can be entered in ASCII or Hexadecimal. Select the item

from drop-down list you wish to use.

Key Setting: A password is requested here.

Note: 128 bits WEP is most secure, but has more encryption/decryption overhead. Note that all wireless devices
must support the same WEP encryption bit size and have the same key.
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b. Encrypt Type - WPA, WPA2 & WPA2 Mixed

The WPA and WPA2 encrypt each frame transmitted from the radio using the
pre-shared key (PSK) which entered from this panel or a key got dynamically
through 802.1x.

Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may cotmect to your Access Point. Here
wou may chatige wireless encryption settings as well as wireless network parameters.

55ID: |SAF‘IDO_AII_EImadband_RDuter
Channel Number: 11 w
Encryption:

Pre-Shared Key Format:

Pre-Shared Key: | |

[ Cancel I[Elack][ Finished ]

WPA (TKIP) and WPA2 (TKIP): Allow the access from WPA clients simultaneously
and the encryption keys are given from PSK respectively.

Pre-Shared Key Format: The keys can be entered in ASCII, 8~63 ASCII characters,
for example, “0123456789ABCD...."” or Hex, 64 bytes hexadecimal digits (0~9, a~f,
and A~F). Select the item from drop-down list you wish to use and enter your
Pre-Shared Key.

After checking each above and choose the suitable item by demand, click Finished to
proceed.
4.2.4 Basic Setup Complete

The Basic Setup has been completed successfully when you see this screen.

Change seiting successfully!

System is configuring, after 66 seconds....

The system will be rebooted automatically and go to the product’s diagram homepage. You
may connect to Internet via wired or wireless at this moment according to above settings.

http://www.sapido.com.tw/ 36 Version 1.0



Chapter 5 Advanced Configuration

5.1 IP Configuration

This function allows you to add routing rules into N* Broadband Router . It is useful if you
connect several computers behind N+ Broadband Router to share the same connection to
Internet.

511 WAN

Select WAN under the IP Config menu. N+ Broadband Router supports 3 interfaces and 4
access types. Follow the instructions below for each to set up accordingly.

Choose your WAN Interface and WAN type, and click Next, its associated settings will show
up.

Menu

= Houter

EI Cpe Button Setup
ﬁ Step Setup
i 1F Config
B wan
£ Lan
B oons
B ireless
B AT
B Fireiall

] am Managernent
B Log and Status
B Logout
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5.1.1.1 WAN Interface-3.5G (HSDPA/UMTS)

If you are using HSDPA/UMTS (3.5G connection) as the WAN Type, please select 3.5G USB
Dongle. At this moment, Backup of Connection is not available. When 3.5G signal cannot
be reached, the system starts to search downward for 3/2.75/2.5G signals until none existed.

WAN Interface Setup

This page is used to configure the parameters for Internet netwoark which connects to the WARN port of your

Access Point. Here you may change the access method to static IP, DHCP, PPPoE or PPTF by click the
itern value of YWWAN Access type.

WAN Interface:

3.5 ush dongle I3
Service: UMTS/HSPAHSOPAHSUPA
Connect Speed: ® fo Swich O 253075 onlyy O 30,50 only
SIM PIN: None

Retype SIM PIN:

APN: internet
User Name:

Password:

PHONE Number: THo#

® Attain DNS Automatically
O Set DNS Manually
DHNS 1:
DHNS 2:
DHNS 3:
Clone MAC Address: | 000000000000
® Always
O Dial on demand
Idle |° | (0~60 Minutes, if input O or no input it will set to Always mode)
© Manual
Enable IGMP Proxy

[l Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [Reaet]
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5.1.1.2 WAN Interface— Ethernet Port

If you are using an Ethernet cable to connect the Internet, please select Ethernet port .

WAN Interface Setup

This page is used to configure the parameters far Internet network which connects to the WAMN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPFoE or PPTF by click the
itern value of WAN Access type.

WAN Interface: Ethernet Port v

WAN Access Type: DHCE Chent Ji2

Host Name:
MTU Size: 1492 (1400-1492 bytes)
© Attain DNS Automatically
© Set DNS Manually
DHS 1:
DHS 2:
DHS 3:
3.5G Backup: DEdemmdﬂkm@nmm 3
Trimtes,
Service: UMTS/HEFAHSDRAMSURA »
Connect Speed: ® fato Swivch O 25G275G enly O 3G5.5G only
SIM PIN: Meme
Retype SIM PIN:
APN: internet
User Name:
Password:
PHONE Number: oo

Clone MAC Address: | Q00000000000

Enable IGMF Proxy
[] Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [Reaet]
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5.1.1.3 WAN Interface— WiMAX

If you are using WiMAX as the WAN Type, please select WiMAX and fill in the required
information as follows to directly access Internet via connected WiMAX adapter.

WAN Interface Setup

This page is used to configure the parameters for Internet netwark which connects to the WAN port of your

Access Point. Here you may change the access method to static IP, DHCP, PPPoE or PPTF by click the
itern value of YWAN Access type.

WAN Interface:

User Name:
Passwori:
® Attain DNS Automatically

(0 Set DNS Manually
DNS 1:

DHE 2:
DHNS 3:

Clone MAC Address: | 000000000000

Enable IGMP Proxy

[] Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [Reaet]
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5.1.1.4 WAN Interface— Wireless

If you are connecting the internet via wireless, please select Wireless and its associated
settings will show up underneath at the same time.

WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCF, PPPoE or PPTP by click the
itern value of WARN Access type.

WAN Interface: | Wy

~ sp BSSD  Chamnel  Type  Encrypt  Signal | Select
Encryption:

WAN Access Type: DHCF Client

Host Hame: | |

MTU Size: (1400-1492 bytes)

* Attain DNS Automatically
) Set DNS Manually

3

DNE 1- | |
DNE 2- | |
DNE 3: | |
3.5G Backup: Dﬂgkupofmnmcﬁomcha:koomﬂﬁmmexm
Toinnies,
Service: |UMTSIHSF'NHSDPMHSUPA v|
Connect Speed: @ Auto Swih O 2502 75 only O 30,5 only

SIM PIN: | & tewe
Retype SIMPIN: | ]

APN: |internet |
User Name: | |
Password: | |
PHONE Number: og# |

Clone MAC Address: |r:r:c0r:-:1:r:r:r:-:n

Enable IGMP Prozy
[] Enable Ping Access on WAN
Enable Web Server Access on WAN

You can see a list of available Wireless networl&elect you preferred one to connect and
the Encryption type form the drop-down list.
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5.1.1.5 WAN Access Type — Static IP

If you applied for a Static IP connection type from ISP, please follow the steps to set up your
WAN connection.

WAN Interface Setup

This page is used to configure the parameters for Internet netwark which connects to the YWARN port of your
Access Point. Here you may change the access method to static IF, DHCF, PPFoE or PFTP by click the
itern value of WAN Access type.

WAN Interface: Ethernet Port v

WAN Access Type: Static P w

IP Address: 172.1.1.1
Subnet Mask: 2552550550
Default Gateway: 172.1.1.254
MTU Size: 1500 (14001500 bes)
DNS 1:
DNS 2:
DNS 3:
3.5G Backup: DEdemmdﬂkm@nmm 3
Toinnies,
Service: UMTS/HSPAHSDPAMHSUPA v
Connect Speed: ® anto Switch O 25G2.75G enly O 3G#3.5G only
SIM PIN: Mone

Retype SIM PIN:

APN: internet
User Name:

Password:

PHONE Number: Ho#

Clone MAC Address: | Q00000000000

Enable IGMP Proxy
[| Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [Reset]
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1. IP Address

Input your IP Address supplied by ISP. If you don’t know, please check with your ISP.
2. Subnet Mask

Input Subnet Mask, normally it is 255.255.255.0.

3. Default Gateway

Input ISP Default Gateway Address. If you don’t know, please check with your ISP.
4. MTU Size

MTU stands for Maximum Transmission Unit. For Static IP connection, the default MTU
should be provided by computer operating systems (OS). Advanced users can set the MTU
manually for increasing the internet performance. The largest number allowed by Ethernet at
the network layer is 1500 byte

5. DNS

If ISP provides you DNS information, please select Attain DNS automatically, otherwise
select Set DNS Manually and input the DNS information into the blank.

6. 3.5G Backup

The default interval between the two connection detection is 3 minutes, and the range is from
1 to 60 minutes. Once Internet connection is disconnected, the system automatically
connects Internet via 3.5G adapter. If 3.5G signal is not available, it starts to search
downward for 3/2.75/2.5G signals until none existed.

7. Clone MAC Address

Copy the MAC address from the device you had registered to your ISP if your ISP asks for
the specific MAC Address.

8. Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communication protocol used to
manage the membership of Internet Protocol multicast groups. IGMP is used by IP hosts and
adjacent multicast routers to establish multicast group memberships. You can choose to
enable IGMP Proxy to provide service.

9. Enable Ping Access on WAN

Select Enable Ping Access on WAN , will make WAN IP address response to any ping
request from Internet users. It is a common way for hacker to ping public WAN IP address, to
see is there any WAN IP address available.
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10. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.

11. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the

input data.

5.1.1.6 WAN Access Type —Dynamic IP

If your WAN access type is Dynamic IP, please catgthe settings as following

instructions.
WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPPoE or PPTF by click the
itern value of WAN Access type.

WAN Interface: Ethernet Paort b

WAN Access Type: W “

Host Name:
MTU Size: 1492 (14001492 byies)
® Attain DNS Automatically
© Set DNS Manually
DHS 1:
DHS 2:
DHS 3:
3.5G Backup: DBmPOfmo”v check conmection in every |3
Tolnnies,
Service: UMTS/HSPAHSEDPAMHSURA v
Connect Speed: @ futo Swivh O 256275 only O 3G3.5G only
SIM PIN: Mone
Retype SIM PIN:
APN: internet
User Name:
Password:
PHONE Number: oo

Clone MAC Address: | 000000000000

Enable IGMP Proxy
[l Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [Reset]
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1. Host Name

The host name is optional; but if your ISP requires you to input a specific host name,
please put it in, for example, N+ Broadband Router applied from ISP. Generally,
Cable Modem will provide the hostname information.

2. MTU Size

MTU stands for Maximum Transmission Unit. For Static IP connection, the default
MTU should be provided by computer operating systems (OS). Advanced users can
set the MTU manually for increasing the internet performance. The largest number is
1492 byte

3. DNS

If ISP provides you DNS information, please select Attain DNS automatically, otherwise
select Set DNS Manually and input the DNS information into the blank.

4. 3.5G Backup

The default interval between the two connection detection is 3 minutes, and the range is from
1 to 60 minutes. Once Internet connection is disconnected, the system automatically
connects Internet via 3.5G adapter. If 3.5G signal is not available, it starts to search
downward for 3/2.75/2.5G signals until none existed.

5. Clone MAC Address

Copy the MAC address from the device you had registered to your ISP if your ISP asks for
the specific MAC Address.

6. Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communication protocol used to
manage the membership of Internet Protocol multicast groups. IGMP is used by IP hosts and
adjacent multicast routers to establish multicast group memberships. You can choose to
enable IGMP Proxy to provide service.

7. Enable Ping Access on WAN

Select Enable Ping Access on WAN , will make WAN IP address response to any ping
request from Internet users. It is a common way for hacker to ping public WAN IP address, to
see is there any WAN IP address available.

8. Enable Web Server Access on WAN

This option is to enable Web Server Access function on WAN.
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9. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

5.1.1.7 WAN Access Type —PPPoE

If you applied for a PPPoE connection type from ISP, please follow the steps to set up your
WAN connection.
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WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPFoE ar PRPTP by click the
itern value of WAN Access type.

WAN Interface: Ethermet Port A

WAN Access Type: FFFoE w

User Name:
Password:
Service Name:
Connection Type: Continngns w
Idle Time: (1-1000 minntes)
MTU Size: 1452 (1360-1492 bivtes)
® Attain DNS Automatically
© Set DNS Manually
DHS 1:
DHS 2.
DHNE 3:
3.5G Backup: DBMP&WWMWWEW 3
IInnieEs,
Service: UMTS/HERAMHSDPAHSURPA »
Connect Speed: ® o Switch O 25602 75G enly O 3GH4.5G cnly
SIW PIN: MNone
Retype SIM PIN:
APN: internet
User Name:
Passwori:
PHONE Number: ==

Clone MAC Address: | Q000CO0C0C00

Enable IGMP Proxy
[| Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [F{eset]
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1. User Name

Input your user name supplied by ISP. If you don't know, please check with your ISP.
2. Password

Input your Password supplied by ISP.

3. Service Name

Input the service name supplied by ISP.

4. Connection Type

It has three types: Continuous, Connect on Demand, and Manual.

5. Idle Time

It is the time of inactivity before disconnecting your PPPOE session. Enter an Idle Time (in
minutes) to define a maximum period of time for which the Internet connect is maintained
during inactivity. If the connection is inactive for longer than the defined Idle Time, then the
connection will be dropped. Either set this to zero or enable Auto-reconnect to disable this
feature.

6. MTU Size

MTU stands for Maximum Transmission Unit. For PPPoE connection, the default MTU should
be provided by computer operating systems (OS). Advanced users can set the MTU
manually for increasing the internet performance. The largest number allowed by Ethernet at
the network layer is 1492 byte

7. DNS

If ISP provides you DNS information, please select Attain DNS automatically, otherwise
select Set DNS Manually and input the DNS information into the blank.

8. 3.5G Backup

The default interval between the two connection detection is 3 minutes, and the range is from
1 to 60 minutes. Once Internet connection is disconnected, the system automatically
connects Internet via 3.5G adapter. If 3.5G signal is not available, it starts to search
downward for 3/2.75/2.5G signals until none existed.

9. Clone MAC Address

Copy the MAC address from the device you had registered to your ISP if your ISP asks for
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the specific MAC Address.
10. Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communications protocol used to
manage the membership of Internet Protocol multicast groups. IGMP is used by IP hosts and
adjacent multicast routers to establish multicast group memberships. You can choose to
enable IGMP Proxy to provide service.

11. Enable Ping Access on WAN

Select Enable Ping Access on WAN , will make WAN IP address response to any ping
request from Internet users. It is a common way for hacker to ping public WAN IP address, to
see is there any WAN IP address available.

12. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.
13. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

5.1.1.8 WAN Access Type — PPTP

If you have applied for a PPTP connection type from ISP, please follow the steps to set up
your WAN connection.
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WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCF, PPFoE or PFTF by click the
iterm value of WAN Access type.

WAN Interface: Ethernet Port w

WAN s Type: s 3

IP Address: 172,112
Subnet Mask: 255.255.255.0

Server IP Address: 172111

User Hame:

Password:

MTU Size: 1460 (1400- 1460 bytes)

[l Request MPPE Encryption

* Attain DNS Antomatically

O Set DNS Manually
DHNE 1:
DNES 2-
DHNE 3:
3.5G Backup: DBdemmmmmmm 3
rolmiEs,
Service: UMTS/HSPAHSDPAHSURPA »
Comnect Speed: ® fute Switch O 2.5G2.75G only O 3G3.5G only
SIM PIN: Mone
Retype SIM PIN:
APN: internet
User Name:
Password:
PHONE Number: et

Clone MAC Address: | Q00000000000

Enable IGMP Proxy
[| Enable Ping Access on WAN
Enable Web Server Access on WAN

[ Apply Change ] [F{eset]

http://www.sapido.com.tw/ 50 Version 1.0



1. IP Address

Input your IP Address supplied by ISP. If you don’t know, please check with your ISP.

2. Subnet Mask

Input Subnet Mask, normally it is 255.255.255.0.

3. Server IP Address

Input your Server IP Address supplied by ISP. If you don’t know, please check with your ISP.
4. User Name

Input the PPTP Account supplied by ISP, for example. If you don’t know, please check with
your ISP.

5. Password
Input the Password supplied by ISP.
6. MTU Size

MTU stands for Maximum Transmission Unit. For PPPoE connection, the default MTU should
be provided by computer operating systems (OS). Advanced users can set the MTU
manually for increasing the internet performance. The largest number allowed is 1460 byte

7. Request MPPE Encryption

Microsoft Point-to-Point Encryption (MPPE) encrypts data in Point-to-Point Protocol
(PPP)-based dial-up connections or Point-to-Point Tunneling Protocol (PPTP) virtual private
network (VPN) connections. 128-bit key (strong), 56-bit key, and 40-bit key (standard) MPPE
encryption schemes are supported. MPPE provides data security for the PPTP connection
that is between the VPN client and the VPN server.

8. DNS

If ISP provides you DNS information, please select Attain DNS automatically , otherwise
select Set DNS Manually and input the DNS information into the blank.

9. 3.5G Backup

The default interval between the two connection detection is 3 minutes, and the range is from
1 to 60 minutes. Once Internet connection is disconnected, the system automatically
connects Internet via 3.5G adapter. If 3.5G signal is not available, it starts to search
downward for 3/2.75/2.5G signals until none existed.

10. Clone MAC Address
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Copy the MAC address from the device you had registered to your ISP if your ISP asks for
the specific MAC Address.

11. Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communications protocol used to
manage the membership of Internet Protocol multicast groups. IGMP is used by IP hosts and
adjacent multicast routers to establish multicast group memberships. You can choose to
enable IGMP Proxy to provide service.

12. Enable Ping Access on WAN

Select Enable Ping Access on WAN , will make WAN IP address response to any ping
request from Internet users. It is a common way for hacker to ping public WAN IP address, to
see is there any WAN IP address available.

13. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.
14. Apply Changes & Reset

Click on Apply Changes to save the setting datay@r may click on Reset to clear all the
input data.
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5.1.2 LAN Interface Setup

Use this page to set up the local IP address and subnet mask for your router. Please select
LAN Interface Setup under the IP Config menu and follow the instructions below to enter
the LAN setting page to configure the settings you want.

| F!,-:-utfr LAN Il‘l'[EI‘fHCE SEtuD

This page 15 nsed o configue the pararaetes for local s netwrock which connects 0 the LAN port of
yonr Acress Point, Here won moay change the setting for TP addeess, subnet moask, DHCF, et

Device Name: SAPDO_RBE-1232 |

IP Address: 19216811 |

Subnet Mask: 1255.255.255.0 |

Default Gateway: 19216811 |

DHCP: Server

DHCP Client Range: 1921681150 |- 1921681250 | | Show Client |
Static DHCP- Disabled || [ St Static DHCP

802.1d Spanning Tree:
Clone MAC Address: |m:x:rm:r:0:tu |

(ot i ][R

1. IP Address

The default value of LAN IP address is 192.168.1.1 for this router.

2. Subnet Mask

Input Subnet Mask, normally it is 255.255.255.0.

3. Default Gateway

Input ISP Default Gateway Address. If you don’t know, please check with your ISP.
4. DHCP

Enable or disable DHCP services. The DHCP server will automatically allocate an unused IP
address from the IP address pool to the requesting computer if enabled.

5. DHCP Client Range

Define the DHCP client range and then the DHCP server will assign an IP to the requesting
computer from this range. The Show Client will display every assigned IP address, MAC
address, and expired time. The default range is 192.168.1.100 - 192.168.1.200.
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6. 802.1d Spanning Tree

IEEE 802.1d Spanning Tree Protocol (STP) is a link layer network protocol that ensures a
loop-free topology for any bridged LAN. The main purpose of STP is to ensure that you do not
create loops when you have redundant paths in your network. Loops are deadly to a network.

7. Clone MAC Address

Copy the MAC address from the device you had registered to your ISP if your ISP asks for
the specific MAC Address.

8. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

5.1.3 Dynamic DNS Setting

Dynamic DNS allows you to make an assumed name as a dynamic IP address to a static
hostname. Please configure the dynamic DNS below. Please select DDNS under the IP
Config menu, and follow the instructions below to enter the DDNS setting page to configure
the settings you want.

= Router D}‘I‘lamlc DNS Sﬂtting

: Button Setup

Drymarais DS 15 4 service, that provides wom with a valid, unchanged, infemet domain namoe (am URL) o
g with that (possibly often changing) [F addess,

Enable DDNS

Service Provider :  [dynns ||dyndns v
Domain Name - |host.dyndn3.org |

B Log and Stetus User Name/Email: | |
Bl Logout Password/Eey: | |

Morer
For 7200, your can have a 30y froe 2ol Sere or mangee your 720 accound oy controd panel
For DTN, son can creae yoor D DNE acconind fere

L Apply Change ] [RESEt]

1. Enable/ Disable DDNS

Select enable to use DDNS function. Each time your IP address to WAN is changed, and the
information will be updated to DDNS service provider automatically.
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2. Service Provider

Choose correct Service Provider from drop-down list, here including DynDNS, TZO,
ChangelP, Eurodns, OVH, NO-IP, ODS, Regfish embedded in N+ Broadband Router.

3. Domain Name

This field represents the host name you register to Dynamic-DNS service and expect to
export to the world.

4. User Name /Email

User name is used as an identity to login Dynamic-DNS service.
5. Password /Key

Password is applied to login Dynamic-DNS service.

6. Apply & Cancel

Click on Apply button to continue. Click on Cancel button to clear the setting on this page.

5.2  Wireless Setup

N+ Broadband Router enables fastest 300 Mbps IEEEB02.11g wireless transmissions and
keeps compatibility with existing IEEE 802.11n devices. N+ Broadband Router complies with
IEEE 802.11b/g standard. Please select Wireless under the main menu.

Menu

E= R autar
B one Button Sstup

Advanced Settings
Zecunty

5 Zontral

B Log and Status
ﬂ Logout
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5.2.1 Wireless Basic Settings

Follow the instructions to configure the Wireless settings.

= o7 Wireless Basic Settings

B COne Button Setup

This page is used to configure the parameters for wireless LAN clients which may cotmect to
your Access Point. Here you may change wireless encryplion settings as well as wireless
fietwotk parameters,

[ Disable Wireless LAN Interface

Band: 2.4 GHz (B+GH) v
Mode: AP v| [ Multiple AP |
Neiwork Type: Infrastructure
$SID: 'SAPIDO_ANl_Broadband_Router |
m Management Chanmel Width:
B Log and Status Control Sideband:
U Channel Number: 1M v
Broadcast S5ID:
WAL Enabled
Data Rate:
Associated Clients: [ Show Active Clients ]

Enable Mac Clone (Single Ethernet Client)
[] Enahle Universal Repeater Mode (Acting as AP and client simultaneouly)

$SID of Extended Interface: | == 0 54700 FE- 1070 |

‘ Apply Change I[Reset]

1. Disable Wireless LAN Interface
Select Disable Wireless LAN Interface to turn off the wireless function.
2. Band

This field indicates the 802.11x interface mode. For example, “2.4GHz(G)" prevents the
802.11b clients from accessing the router. “2.4GHz(B+G)” allows both 802.11b and 802.11g
clients to access the router. There are 6 options, 2.4 GHz (B/G/N/B+G/G+N/B+G+N) from the
drop down list.

3. Mode

Select AP, WDS, or AP+WDS to allow or disallow the wireless operation.
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>

Multiple APs

Click Multiple APs to set up 4 different SSIDs to deploy a shared WLAN. Users can add
or limit the properties for each SSID, increasing the flexibility and efficiency of the

network.

ﬂ.'-' Multiple AP - Windows Internet Explorer

£] hitp

11192:168:1 .1 \wlmultipleap, aen b

€5

(1)
(2)
3)
(4)
()

(6)

(7)

Multiple APs

This page shows and vpdates the wireless setting fior multple APs,

21| |24GHz(B+G+N) v|'MultlpleAP1 ||Auto vl |Enabla:l v| |LAN+WAN v| [Show]

;:..pzn | |24 GHa BeG). v|'MultlpleAP2 ||Auto || [ Enabled v|

'| LAN+WAN—| [ Show ]

...........

es| [ [20CHz @G v MulopletP 3 [[Awo v [Bbiod | [Gotie  [LANSWAN v [Shov]

|24 GHz EeG1y v|IMultlpleAP_f1 [2ao 9| [Enabled ] [t | [LAN+WAN @] [Show]

[_ Apply Change ] [Rasetl [Close.]

Enable: check it for enable or not.

Band: select the frequency from the drop down list.
SSID: please enter different SSID in each class.
Data Rate: please select the data transmission rate.
Access: defined the access type.

a. LAN+WAN: the client can access to the Internet and connect to N+ Broadband
Router’'s GUI to setup.

b. WAN: the client can only access to the Internet.

Active Client List: display the properties of the client which is connecting
successfully.

Apply Changes: Please click Apply Changes to initiate or click Reset to cancel.

4.  Network Type :

Please select “Infrastructure ” or “Ad hoc .” The default is “Infrastructure .” The selection is

disabled when wireless mode is selected to AP.
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5. SSID:

Please input your wireless network name. Default is “SAPIDO_AIl_Broadband_Router”
6. Channel Width

Please select “20MHZ” or “40MHZ” channel width to change the transmission channels.
7. ControlSideband

Setting the Sideband "Upper" or "lower. ”

8. Channel Number

Please select your wireless network channel. There are Auto, 2~11.

9. Broadcast SSID

Enable or disable the SSID broadcast function. Disable this feature can provide more security
of your WLAN.

10. Data Rate

Rate at which data can be communicated (bps); auto, 1M, 2M, 5.5M, 11M, 6M, 9M, 12M, 18M,
24M, 36M, 48M or 54M to be selected from the drop-down list.

11. Associated Clients

Check the WiFi ISP connectors and the connecting status.

12. Enable Mac Clone (Single Ethernet Client)

Copy the MAC Address for identity of some ISPs.

13. Enable Universal Repeater Mode (Acting as AP an  d Client simultaneously)

Enable Universal Repeater Mode , N+ Broadband Router will act as a wireless AP and AP
client at the same time, and able to link to another AP.. It uses AP client function to connect to
a Root AP (any AP) and uses AP function to service all wireless stations within its coverage.
All the stations within the coverage of N+ Broadband Router can be bridged to the Root AP. It
can help user to extend the coverage of wireless network.

= How to Enable URM (Universal Repeater Mode)
User could enable URM in wireless basic setting page as shown in following figures.

Step 1. Get back to menu “Network Config ” and write down the SSID, channel and
security.
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Network Config

This page shows the current status and some basic seftings of the device.

= p

outer

Uptime Oday :0h:30rm:43s

FArmware Yersion Yerl.o.1

wirelessConfiguration

Wode AR

Band 2.4 GHz (B+G+HMN)

SSID SAPIDOD Al Broadband Router
Channel Number 11

Encryption Disabled

MALC Address 00:e0:4c:81:95: 01
Associated Clients 1

wWirelessRepeater Interface Configuration

Mode Infrastructure Client
ESSID ESSID_SAPIDO_RB-1232
Encryption Disabled

MAC Address 00:00:00:00:00:00
State Scanning

Step 2. Setting the same SSID, channel and security you got form “Network Config”
and Click on Apply Changes to save the setting

Channel Numbher: 11 b
Broadecast S5ID: Enabled
WL Enabled

Data Rate:

Associated Clienis: [ Show Active Clients ]

Enable Mac Clone (Single Ethernet Client)

Enahle Universal Repeater Mode (Acting as AP and client simultaneouly)

SSID of Extended Iterface: |ESSID_SAPIDO_RB-1232 |

" Apply Change | Reset|

Note: The DHCP server should be disabled under menu “LAN Interface Setup " and then the URM could be
enabled.

Step 3. Check the AP connectors and the Wireless connecting status.
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14. SSID of Extended Interface

When mode is set to “AP” and Universal Repeater Mode is enabled, user should input SSID
of another AP (the upper level device) in the field of SSID of Extended Interface .

15. Apply Changes & Reset
Click on “Apply Changes’ to save the setting data. Or you may click &eset” to clear all
the input data.

5.2.2 Wireless Advanced Settings

Please follow the instructions to configure the Wireless settings.

Menu N* Broadband Router
£ Router Wireless Advanced Settings
B One Button Setup
o] - 2T These settings are only for more echnically advanced veers wheo have a sufficlent knowled ge about
wireless LAM. These settings should not be changed unless won know what effect the changes will have
=W c on yonr Aocess Point,
#!
L Fragment Threshold: 2346 (256.2346)
RTS Threshold: 2347 0-2547)
Beacon Interval: (201024 ms)
Preamble Type: ® Long Preamble O Short Preambie
T IAPP: ® Enatled O Disabled
L] Management Protection: O Enabled @ Disahbled
- Aggregation: & Enabled O Disahled
B togout Short G ©Fstisd O Dissbiod
RF Output Power: ®ios O O O3 O15%

(ol e ()

1. Fragment Threshold

To identify the maximum length of packet, the overflow packet length wil be fragmentized.
The allowed range is 256-2364, and default length is 2346 bytes.

2. RTS Threshold

This value should remain at its default setting of 2347. The range is 0~2347. Should you
encounter inconsistent data flow, only minor modifications are recommended. If a network
packet is smaller than the present RTS threshold size, the RTS/CTS mechanism will not be
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enabled. The router sends Request to Send (RTS) frames to a particular receiving station
and negotiates the sending of a data frame. After receiving an RTS, the wireless station
responds with a Clear to Send (CTS) frame to acknowledge the right to begin transmission.
Fill the range from 0 to 2347 into this blank.

3. Beacon Interval

Beacons are packets sent by an access point to synchronize a wireless network. Specify a
beacon interval value. The allowed setting range is 20-1024 ms.

4. Preamble Type

The preamble (also called “a header”) is a section of data at the head of a packet that
contains information that wireless devices need when they send and receive packets. Short
preambles improve throughput performance, but some wireless devices require long
preambles. Select the suitable preamble as short or long preamble.

5. IAPP

Inter Access Point Protocol. Allow seamless roaming between Access Points in your
wireless network. Coupled with superior RF performance

6. Protection
Select to enable the wireless protection or not.
7. Aggregation

Data aggregation can reduce the amount of data routed through the network, and increasing
throughput.

8. Short Gl
Enabling the Short Guard Interval increases the wireless transmission.
9. RF Output Power

User can adjust the RF output power to get the best wireless connection. There are 5 power
types available: 100%, 70%, 50%, 35%, and 15%.

10. Apply Changes & Reset

Click on “Apply Changes” to save the setting data. Or you may click on “Reset” to clear all the
input data.
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5.2.3 Wireless Security Setup

4 encryption types can be selected here, please follow the instructions below for each.

Wireless Security Setup

= Router

9] e B S Thiz page allows you setop the wireless secrity, Tum on WEP or WEA by vsing Encryption Feys conld prevent

any unautherizad access 0 vour wirless netwod:,

Select SSID: | Root &P - SAPIDO_AI Broadband Router v | [ Aply Change | |Reset |

Encryption: Meme w

802.1x Authentication: F

B Event Lo q
n Lo go ut

1. Encryption - WEP

Enabling WEP can protect your data from eavesdroppers. If you do not need this feature,
select “None” to skip the following setting. N+ Broadband Router supports both 64-bit and
128-bit encryption using the Wired Equivalent Privacy (WEP) algorithm. Select the type of
encryption you want to use (64 or 128 bit) and configure one to four WEP Keys. The “1280bit”
method is more secure than the “64-bit”.

Wireless Security Setup

Thiz page allowrs wom setop the wireless security, Tom on WEP or WEA by wsing Encrvption Eeys conld prevent
any nnanthorized access o wour Wieless neteorl,

Select SSID- | Root AF - SAPIDO_All Breadband Rowter v | | Apply Change | [ Reset |

Encryption: WEF v

802.1x Authentication: ]

Authentication: O Open Systern. O Shared Eey © fto
Key Length: EA-hit )

Eey Format: Hex (10 characters) |

Encryption Eey: |**w*w*w P
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Use 802.1x Authentication

Enable 802.1x Authentication so that a wireless node must be authenticated before it

can gain access to other LAN resources.

Key Length: For 64bits WEP key, either 5 ASCII characters or 10 hexadecimal digitals
leading by Ox can be entered. For 128bits WEP key, either 13 ASCII characters or 26
hexadecimal digits leading by Ox can be entered.

Note:

128 bits WEP is most secure, but has more encryption/decryption overhead. Note that all wireless devices
must support the same WEP encryption bit size and have the same key. Four keys can be entered here, but
only one key can be selected at a time. The keys can be entered in ASCII or Hexadecimal. Select the item
from drop-down list you wish to use.

3.

The

Encryption Key: At most four keys can be set. A WEP key is either 10 or 26
hexadecimal digits (0~9, a~f, and A~F) based on whether you select 64 bit or 128 bit in
the WEP drop-down list.

Encryption — WPA (WPA, WPA2 & WPA Mixed)

WPA, WPA2 & WPA Mixed encrypt each frame transmitted from the radio using the

pre-shared key (PSK) which entered from this panel or a key got dynamically through 802.1x.

Wireless Security Setup

Thiz page allows yom setop the wireless secoxity, Tom on WEF or WA by vsing BEneryption Eevs conld prevent
any wnanrthorized access o vour wireless networl,

Select SSID: | Root 4P - SAPDO_AIl Broadband Router v | [ Apely Change | [Reset]
Encryption: wha e
Authentication Mode: O Enterprise (RADIUS) @ Personal (Pre-Shared Key)
WPA Cipher Suite: TEF [JAES
Pre-Shared key Format: Passphrase v
Pre-Shared Eey:

http

» WPA Authentication Mode

Enterprise (RADIUS): Please input the port, IP address, and password of
authentication RADIUS Server.

Personal (Pre-Shared Key): Pre-Shared Key type is coding in ASCII, and the
length is between 8 to 63 characters. If the coding is in Hex, the key length is 64

characters.
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4. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

5.2.4 Wireless Access Control

With the MAC address, you may allow or disallow the access to your AP.

All Broadbands_ 7‘

Menu N Broadband Router
= Router Wireless Access Control

E Qne Button Setup

I o checse "dllowed Listed, only these clients whose wireless MAC addresses e in the access
oomtrol list will be ahle to connect 1o your Access Point, When Deny Listed' i selected, these wimless
clients o the list will not be able to connect the Aocess Foint,

Wireless Access Control Mode: | | Plsable ¥
Disable

| Aoy Change | | Reset |

Current Access Control List:

Dielete Selectsd Dielete All |

D L|:| g {n] IJt

1. Wireless Access Control Mode

“Allowed Listed " means only the MAC address listed on the allowed list can access to
your wireless network.

“Deny Listed " means the listed MAC Address are not allowed to linkto your wireless
network.

“Disable ” for function disuse.
2. MAC Address
Please input the allowed or denied MAC address, for example, 001122334455.

3. Comment
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You may input the comments for the set MAC Address.
4. Apply Changes & Reset

Click on “Apply Change” to save the setting data. Or you may click on “Reset” to clear all the
input data.

5. Current Access Control List
In this list, all the MAC info you input will be displayed.
6. Delete Selected and Delete All

Click on “Delete Selected " to erase the selected MAC address. Click on “Delete All " to erase
all the entered MAC Address.

5.2.5 WDS Settings

WDS (Wireless Distribution System) is a Wireless Access Point mode that enables wireless
bridging in which only WDS APs communicate with each other (without allowing for wireless
clients or stations to access them), and/or wireless repeating in which APs communicate both
with each other and with wireless stations (at the expense of half the throughput).

Wireless Connection

AP Router AP Router
WDS WDS

Please follow the instructions to setup WDS connections.
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WDS Settings

Wireless Distelbnation Systern nses wireless media to comrounicate with other AP, like the Ethemet
dioes, To do this, won must set these AFs in the sarne channel and set MAC address of other 4Fs which
Wom Want 1o communicaie with in the fahle iand then enable the WS,

[] Enable WDS

MAC Address:

Data Rate: At w

Comment:

[ Apply Changes ] [RESE.'t] [ Set Security ] [ Show Statistics ]

Current WDE AP List:

[ Delete Selected ] [DE]EhE:ﬁ.]l] [RE'SE‘.'t]

Step 1. Check the MAC address and Channel number of the device you want to setup
WDS with N+ Broadband Router.

Mode AP

Band 2.4 GHz (BHGHN
SSID SAPIDO_All_Proadband_Router
Channel Number 11

Encryption Dizabled

MAC Address O0:ed:d4c:21:96:01
Associated Clients 2

Attain IP Protocol Fixed IP

IP Address 192,168.1.1
Subnet Mask 295,2595.235.0
Default Gateway 192,168.1.1

DHCP Server Enabled

MALC Address 00:e0:4c:81:96:01

Step 2. Get back to the menu “Wireless Basic Settings " of N+ Broadband Router.
Select AP+WDS mode, and then select the Channel Number. Click Apply Changes to
save the setting data.
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Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clisnits which may connect to
wour Access Point. Here you may change wireless encryption settings as well as wireless
netwotk parameters.

[0 Disable Wireless LA Interface

Band: 2.4 GHz (B+G+) |

Mode: AP v [ Multiple AP |
Network Type: é:?ent

S5ID: OIS roadband Router |
Channel Width:

Conirol Sidehand:

Channel Number: 1M1

Broadcast S5ID: Enabled +

TWHM: Enabled

Data Rate:

Associated Clients: [ Show Active Clients ]

Enahle Mac Clone (Single Ethernet Client)
Enahle Universal Repeater Mode (Acting as AP and client simultaneouly)

SSID of Extended Interface: |ESSID_SAF‘IDO_REI—1232 |
“ Apply Change I Reset

Step 3. Enter the WDS Settings page, select Enable WDS, and then input the MAC
address of the paired device. Click Apply Changes to save the setting data.

WDS Settings

Wireless Distelbution Svatern nses wireless media o comronnicate with other APs, like the Ethemet
does, Tode this, won romst set these AP in the sarne channel and set MAC addess of odher APs which
o Wamt 0 cornronmicate With in the tible and then enable the WS,

Advanced Settings Enable WDS
MAC Address: |C0d041h?6?dﬂ |
Data Rate: St w
Comment: | ‘

[ Apply Change [RESE’(J [ SEt Security J [ Show Statistics J

WDS Security Setap:

Delete Selected Dieletz All
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Step 4. When the time counts down to 0, you will see the MAC address of the paired
device displaying on Current WDS AP List.

WDS Settings

Wircless Disteibotion Systemn vses wireless media to cornronicate with other 2Fs, like the Ethemet
deoes, To do this, wou must set these APs in the same channe] and set MAC addess of other A5 which
won, Want b0 cornrnumicats With in the fable and then enable the WS,

Enable WDS

MAC Address: | |
Data Rate: b
Comment: | |

[ Apply Change ] [RESE.'t] [ Set Security ] [ Show Statistics ]

WDS Security Setup:

00:ACA1 - WPETde Lot Fl

[ Dielete Selected ] [DE]Eheﬁ-.llJ [RESE.‘t]

Step 5. Head back to LAN Interface, disable DHCP option, and then click Apply Changes
to save the setting data.
=} F!_n:.ut?r . LAN Interfacl:_: Setup

This page is vsed o configue the parmmastes for local e network Which connects o the LAN port of
wour Access Point, Here you mas change the setting for [P address, subnet mask, DHCP, ete.,

Device Name: |SAP]DO_RB-1232 |
IP Address: |192.153.1.1 |
Subnet Mask: |255.255.255.0 |

|

DHCP:
DHCF Client Range: |192.163.1.1r:0 |_ |192.158.1.2m Showr Clisnt
Static DHCP: Disabled Set Static DHCP

802.1d Spanning Tree: Disabled

Clone MAC Address: |c0mm |

L Apply Change J lResetJ
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Step 6. Doing the same way to setup the MAC address in the paired device. Launch the
UT to the menu “WDS settings " of the paired device, and input router’'s MAC address. Click
Apply Changes to save the setting data.

WDS Settings

Wireless Distribotion System nses wirsless media to commumicate with other AFs, like the Ehemet
does, Todo this, you must set these AP in the same channel and set WMAC addess of other AFs which
yom, Want 0 cormrumicate With in the fable and then enable the WS,

Enable WDS
MAC Address- |02Eﬂt1c3195t.1 l___, Input the MAC address here.
D:-lta Rﬂtﬂ: ﬁuto w
Comment: | |
[[ EERTTRREE ]][Rﬂsa] [ et Securlty ] [ Show Statistics ]

WDS Security Setup:

. MACAddress  TrRate (Mbps) ~ Comment  Select

Step 7.  After initiating the paired device, please check Local Area Connections. Click
Supports to check out the IP address which is assigned by the paired device.

i Local Area Connection Status

General | Support |

Connection gtatus

- Addreszs Tepe:

ek IF &ddress: 132.168.1.2
Subret Mask: 205.255.255.0
Drefault G ateway:; 13216811

windows did not detect problems with this
connection, If you cannot connect, click

Repair.

Close
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Step 8. You can input http://192.168.1.1 in IE browser to enter the GUI page of the
paired device and make sure the connection.

A Login - Microsoft Internet Explorer

File  Edit View Fawarites  Tools  Help
@ Back - \ﬂ Iﬂ A D, Search o> Favaorites {:“-‘- = ﬂf] = | | ﬁ 3
7 | Ll | X o vl S Ly ‘

lzername ; gradmin

Password i-uu i

5.26 WPS

Wi-Fi Protected Setup (WPS) is an easy way to establish a secured wireless network
between N+ Broadband Router and wireless card. Users do not need to manually entering a
creative, yet predictable security key on both Wi-Fi devices to prevent unwanted access to
their wireless network. With WPS, it can automatically configure a wireless network with a
network name (SSID) and strong WPA data encryption and authentication.

WPS can be enabled by 2 methods:

1. PBC (Push button configuration) Method, in which the user simply has to push a
button, either an actual or a virtual one, on both WPS devices to connect.

2.  PIN (Personal Identification Number) Method, in which a PIN has to be taken either
from a sticker label or from the web interface of the WPS device. This PIN will then be
entered in the AP or client WPS device to connect.

Please follow instructions below to enable the WPS function.
» Start PBC:

(1.) Press the WPS button from N+ Broadband Router or click Start PBC from menu
“Wi-Fi Protected Setup”, and waiting for the WPS wireless card setting.

http://www.sapido.com.tw/ 70 Version 1.0



*uini!!l:-‘-- WPS

or

Wi-F1 Protected Setup

This page allows vou o change the setting for WES (Wi-Fi Protected Setup), Ulsing this featue oould 1st
v Wireless client autoraically syneronize its seting and connect 10 the Access Point in 2 minwte without

any hassle,
[0 Disable WPS
WES Status: ® Configued O UnConigursd
Self-PIN Number: 18854540
Push Button Configuration: Start PBC

(Aot ] [Fe=)

Current Eey Info:

Authentication  Encrypion. Ky
Oren Mone INES

Client PIN Number: | | [ Start PIN ]

(2.) Open the “Wireless Utility” of your wireless card, and click its “PBC” button, to start
auto pairing.

Wireless Dility
RefreshiB)  View (V) About{f)

= % MyComputer | General | Profile || Availsble Network || Advanced || Status | Statistics | Wi-Fi Protect Setup |
\E 809 11n wiless i f R e e e 1

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PING
After pushing the PIN button.Please enter the PIN code into your
AP,

PIN Code : 40336930

| Fir Triput Config (PIN)

Push Button
After pushing the PEC button.Please push the physical button on
your &P or visual button on the WPS config page,

[ Push Button Config (PEC)
g | k4
Show Tray Icon [] Disable Adapter -C|DSB
[ Radio off [ windows Zero Config -
Ready

(3.) While scanning is successful, the information of the wireless card appears in the
windows below.
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= Wireless Utility
RefreshiB)  Wiew(¥) About{d)

I~
= % MyComputer General | Profile | Availsble Network | Status | Steistios | Wi-Fi Protest Setup |
<& 802.11n Wireles

Status: Associgted Throughput:
Speed: Tx:150 Mbps Rx:200 Mbps
Type: Infrastructure

Encryption:  Mone Ti:20.6%, Total:20.6%
S5ID ¢ SAPIDO_AN Broadband_Router

sioral strenth: (| RNNARNNARNNRRNNRRRNRRNNRRRNANY 100
Link Qualty: (JRANNRNNRRNNRRNARRRNRRRORRRNRRY 100

Metwork Address:
MAC Address: 00:50:18:67:89:12
IP Address: 192.168.1.150
Subret Mask:  255.255.255.0
Gateway: 192.168.1.1

[ ReMew IR {

4 | £
show Tray Icon [] Disable Adapter -
[ Radio off
Feady UM
» Start PIN:

(1.) Open the “Wireless Utility” of your wireless card. Follow its PIN instruction to get a
new PIN number. Write it down.

g MyComputer | Genersl | Profile | Available Network | Advanced | Stats || Statistics | Wi-FiProtect Setup |
"o 802 1 1n wirsless TS

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Wi-Fi Protected Setup - PIN method

Wi-Fi Protected Setup - PIN method

Please enter the folowing PIN code into your AP |

PIN Code : 79695039

o
Status ! Initial WPS ...
['TTTIT] |
£l -
Shiow Tray Icon [] Disable Adapter -Cluse
[ Radio Off [ windows Zera Config -
i?eady T
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(2.) Open menu “Wi-Fi Protected Setup” of N+ Broadband Router, input the PIN
number from the wireless card then click Start PIN.

Wi-Fi1 Protected Setup

This page allows son to change the setting for WES (Wi-Fi Protected Setup), Using this featore conld 1t
yonr Wireless client avtorically syncronises it seting and connect 1o the Access Point in 4 moimnte without

any hassle,
[l Disable WPS
WPS Status: ® Confignred O UnConfigured
Self-PIN Number: 18854540
Push Button Configuration: Start FBC

(ol G ] (Fee]

Current Eey Info:

Cpen Mome MiA

Enter the PIN Code you got

Client PIN Number: | || SetPIN |

T &

from the wireless card.

(3.) Back to “Wireless Utility” and press the “Start PIN” button to complete the

auto-paring process.

[= Wireless Utility
Eefresh(R)  View(V) About(d) .
= 4 MyComputer Genersl | Profile | Avedable Network | States | Stélistics | Wi-Fi Protect Setup

<& B0Z11n Wirles
Status: Associated Throughput:
Speed: Tx 150 Mbps Rx:300 Mbps
Type: Infrastructure
Encryption: Mone T:20.6%, Total:20.6%
SSID = SAPIDOD_Al_Broadband_Router
signal strength: (TEANNRRANRANNANRRRARRANRRNANNNN oo

Link ouaity: |FERRANNANARRANRANNRRARRANANNANT oo

Metvwiork Address:
MaC Address: 00:50:18:67:89:12
IP address: 192.168.1.150
Subret Mask: 255,255.255.0
Gateway: 192.168.1.1

[ Rehaw IP
< -
Shiow Tray Icon [] Disable Adapter
[[] Radia Off
Ready NUM
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5.3 NAT

NAT is a method of mapping one or more IP addresses and/or services ports into different
specified services, where NAT stands for Network Address Translation. It allows the internal
IP addresses of many computers on a Local Area Network (LAN) to be translated to one
public address, saving users’ cost. It also plays a security role by obscuring the true IP
addresses of important machines from potential hackers on the Internet. For convenience, we
called a router having the NAT facility as a NAT-enabled router.

5.3.1 Visual Server

To offer services, like WWW, FTP, provided by a server in your local network accessible for
outside users, you should specify a local IP address to the server. Then, add the IP address
and network protocol type, port number, and name of the service in the following list. Based
on the list, the gateway will forward service request from outside users to the corresponding
local server.

— Router POI"[ Forwardlng

2 Button Setup

Enteies in this takle allow yon to anternatically redinect cororoon neterock services 0 a specific roachine behind the MAT firewall, These
setings are only necessary if you wish to host some sort of server like a web server or mail server on the peivate loral network behind
your Cateway'’s AT firewall,

[0 Enable Port Forwarding

Address:| | Protocol: "
Public Port Range:| - | PrivatcPort| |
Comment: I:l

| Apply Change | [Reset]

D Lo go ut

Current Port Forwarding Table:

Deleiz Selected Delete Al

1. Enable Port Forwarding
Enable Port Forwarding to allow an external user to reach a port within a private LAN.
2. IP Address

Specify the private IP address of the internal host offering the service.
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3. Protocol
Specify the transport layer protocol (TCP or UDP).
4. Port Range

Enter the Start and End ports in the range you'd like to forward. If you're just forwarding 1 port,
set them both equal. For example 80-80 or 20-22 -

5. Comment
You can add comments for this port forwarding rule.
6. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

7. Current Port Forwarding Table
It will display all port forwarding regulation you made.
8. Delete Selected & Delete All

Click Delete Selected will delete the selected item. Click Delete All will delete all items in this
table.

9. Reset
You can click Reset to cancel.
=  Port Forwarding

The following figure shows the ip forwarding configuration of your web on a local area
network. The web server is located on 192.168.1.100, forwarding port is 80, and type is

TCP+UDP.
Configuration: 2
Private IP: 192.168.1.100 ' .- —__—
Port: 80 - 80 VWAN LAN

Type: TCP+UDP

XDSL or
Cahle modem

|[ a‘%—- Internet

Remote User IP: 192.168.1.100
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5.3.2 Visual DMZ

Virtual DMZ allows you to expose one computer to Internet, so that all inbound packets will be
redirected to the computer you set. It is useful while you run some applications that use
uncertain incoming ports. Please use it carefully.

All Broadbands 7‘

Menu Nt Broadband Route

= R outer DMZ

ﬁ Gne Button Setup

& Dernilitarized Zone is vsed o provide Tntemet services withent sacrificing unanthorized access to its
local private network, Typically, the DM Z host contains devices anceszible to Intemet traffic, such as
Web (HTTP ) servers, FTP servers, SWMTE (e-madl) servers and DIS servers,

Virtual Server [] Enable DMZ
9] Dz

o Fir'E'"'-EIHI DMZ Host IP Address: ‘ |

ﬁ m Managerrent

rd Statys E Apply Change J [RESEt]

B Logout

1. Enable DMZ

Check Enable to apply Virtual DMZ for the Router.

2. DMZ Host IP Address

This field stands for the destination IP address that you like to redirect the matched packet to.
3. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.
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5.4 VPN Server setting

The VPN Server function providing PPTP/L2TP mode are designed to allow users to an
external network device / computer and office local area network to establish a secure
network connection. And User can safe login office local area network and access to personal
documents, files Sharing and other resources. It provides the most convenient VPN
encryption.

PPTP/L2TP Setup

Use this section to configuare your VPH-PPTE/LITE Server settings.

Enable setting:
Connection type: @prrP OL2TP
VPN Server IP: 172111 |
Remote I ranges 1172.1.1.100 |-
1172.1.1.200 |
Authentication Protocel: @ pap O cHAP O MSCHAP v2
User MName: |Sapid0 |
Passwori: | |

[Apply Changes J [ Feset ]

Current Filter Table:

[ Delete Selected J [ Delete All J [ Reset ]

=

Enable Setting

Check this option, will start the VPN Server feature.
2. Connection Type

Provide PPTP or L2TP access connection type
3. VPN Server IP

Input the IP address of VPN server -
4. Remote IP range

It is the IP range of assigned to the VPN Client -
5. Authentication Protocol

It is provided three types of authentication protocol -
6. MPPE Encryption Mode(RC4)

It is provided three encryption modes -
7. User Name

Input the login name of the client user -
8. Password
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Input the login password of the client user
9. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to clear all
the input data.
10. Current Filter Table
It will display all user that are filtering now.
11. Delete Selected & Delete All
Click on “Delete Selected ” to erase the selected user name. Click on “Delete All” to
erase all the entered user name
12. Reset
You can click Reset to cancel.
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55 Firewall

The Firewall function helps to protect your local network against attacks from outside. It also
provides a way of restricting users on the local network from accessing the Internet.
Additionally, it can filter out specific packets to trigger the router to place an outgoing
connection.

Port Filkering

IP Filtering

MAC Filtering

IRL Filtering
nagernent
B Log and Status

E Logout

551 QoS

Quality of Service (QoS) refers to the capability of a network to provide better service to
selected network traffic over various technologies, including Frame Relay, Asynchronous
Transfer Mode (ATM), Ethernet and 802.1x networks, and IP-routed networks that may use
any or all of these underlying technologies. The primary goal of QoS is to provide priority
including dedicated bandwidth, controlled jitter and latency (required by some real-time and
interactive traffic), and improved loss characteristics. Also important is making sure that
providing priority for one or more flows does not make other flows fail. QoS technologies
provide the elemental building blocks that will be used for future business applications in
campus, WAN and service provider networks. This chapter provides each setting of QoS.
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—— R.outer QUS

Entries in this table irnprcve vour cnline garning experence by ensuing that vour same taftis is poodts
other network teadfic, such as FTF o Weh,

[] Enable QoS
Automatic Uplink Speed
Manual Uplink Speed (Kbps): ||

Port Filtering

IP Filtering

MA&LC Filtering Automatic Downlink Speed
URL Filtering
Manual Downlink Speed (Ebps): IC'

o8 Rule Advanced Settings:
Address Typed: © IF MAC

Local IP Address: | -

Port, M 168535

Protocol: |-
Mode: Craranteed] moiniromrn handwidih

Bandwidth (Ebps):

Uplink Bandwidth (Rbps) |
Downlink Bandwidth (Kbps)| |

Comment:|

(PO ] [Fe2]

Current QoS Rules Table:

Dielete Selected Delete AT

1. Enable QoS

One checkbox appears to activate the QoS control function or not. Click it to force the router
to perform QoS control over traffic flows.

2. Automatic Uplink Speed

Click the checkbox to manage uplink speed automatically.
3. Manual Uplink Speed

Input the number of uplink speed.

4. Automatic Downlink Speed

Click the checkbox to manage downlink speed automatically.
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5. Manual Downlink Speed

Input the number of downlink speed.

6. Address TypeA

Select IP or MAC to manage QoS.

7. Mode

Select the type of bandwidth mode.

8. Uplink Bandwidth

Please enter the port number of uplink bandwidth.
9. Downlink Bandwidth

Please enter the port number of downlink bandwidth.
10. Comment

You can add comments for this regulation.

11. Apply Changes

Click on Apply Changes to save the setting or Reset to clear all the input data.

5.5.2 Port Filtering

This function allows users to filter and manage specific ports; to limit the use of certain
applications to transmit through a specific port. Port filtering helps users to improve the
security of your network.

= Router Port Filtering

One Button Setup

Entries in this fable are nsed o restrict certain tvpes of data packets from vour local netarods 1o Intemet
thremgh the Gateway, Use of such fibers can be helpful in seoming or restricting wour local netwock,

Enable Port Filtering

Port Range: — Protocol: Comment:

(Eoly G | [Fe2]

URL Filtering Current Filier Table:

Delete Selected Delete A1

Event Log
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1. Enable Port Filtering

Check Enable Port Filtering to start the service.

2. Port Range

Enter the Start and End ports in the range you'd like them to be filtered.
3. Protocol

Please select the protocol type of the port.

4. Comment

You can add comments for this Port Filtering rule.

5. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

6. Current Filter Table
It will display all ports that are filtering now.
7. Delete Selected & Delete Al

Click Delete Selected will delete the selected item. Click Delete All will delete all items in this
table.

8. Reset
You can click Reset to cancel.
» Port Filtering
The following figure shows a user limits some applications to use the 80 port.

*All clients inside the local area network can’t open the 80 port through this router.

4 =

ﬂ:‘“zr
D‘ﬂ-u g

Irsternet Cahle modem 'E-"'-'IE'
IP. 192.168.1.X
Port: 80-80

|

"-.

Website Server
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5.5.3 IP Filtering

Use IP Filter to deny LAN IP addresses from accessing the Internet. You can deny specific
port numbers or all ports for the specific IP address.

= Router IP Fil'[t:ring

utton Setup

3]

3] EiUE Entries in this table are vsed to restict certain types of dats packets from your local network to Internet
= 1P i thremgh the Gateway, Use of such filtes can be helpful in securing or resticting vour local network,
|

Enable IP Filtering

Lol 1P Addess: 1881501 | oot

Port Filkering

1P Filtering. L Apply Change J [RESBt ]
MAC Filtering
Current Filter Table:
. LoalIPAddress ~ Protocol  Commeat  Select
Config Delete Selected Delete A1

Event Log

1. Enable IP Filtering

Check enable or disable to apply IP Filter function.
2. Local IP Address

Please enter the IP address that needs to be filtered.
3. Protocol

Please select the protocol type of the IP address.

4. Comment

You can add comments for this regulation.

5. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

6. Current Filter Table
It will display all IP addresses that are filtering now.
7. Delete Selected & Delete All

Click Delete Selected will delete the selected item. Click Delete All will delete all items in this
table.
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8. Reset

You can click Reset to cancel.

5.5.4 MAC Filtering

Use MAC filters to deny LAN computers by their MAC addresses from accessing the Internet.
You can manually add a MAC address that is currently connected to N+ Broadband Router.

MAC Filtering

Entries in this fable ae nsed w0 restrict certiin types of data packets fromn wour local netwodk 0 Intemet
throngh the Gateway, Use of such filters can be helpful in securing or restricting wour local network,

N\

Enable MAC Filtering

) MAC Address: (0904117573 | Comment: |
Port Filtering
IF Filtering [ Apply Change | [Reset
MAC Filtering
UKL Fitering Current Filer Table:

agernent

Canfi g
B Ewent Log
E Logout

1. Enable MAC Filtering

Check enable or disable to apply MAC Filter function.
2. MAC Address

Enter the MAC address manually that you want to filter.
3. Comment

You can add comments for this MAC Filtering rule.

4. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

5. Current Filter Table
It will display all MAC addresses that are filtering now.
6. Delete Selected & Delete Al

Click Delete Selected will delete the selected item. Click Delete All will delete all items in this
table.
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7. Reset

You can click Reset to cancel.

5.5.5 URL Filtering

Keyword based URL (Uniform Resource Locator) filtering allows you to define one or more
keywords that should not appear in URL's. Any URL containing one or more of these
keywords will be blocked. This is a policy independent feature i.e. it cannot be associated to
ACL rules. This feature can be independently enabled / disabled, but works only if firewall is

enabled.
= O URL Filtering
b o
9] UEL filter is wsed o deny LAN vses from accessing the intemet, Block those TJRLs which contain
i P leeywonds listed below,
=
| R
| Enable URL Filtering
URL Address: | Y30

Ei Port Filtering
Ei 1P Filtering | Apply Change | [Reset

Ei mac Filtering

n Management
nd Status

Current Filter Table:

Logout

1. Enable URL Filtering
Check enable or disable to apply URL filter function.
2.  URL Address

Enter the URL address into this blank to apply filter blocking, example: “www.yahoo.com.

3. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset to clear all the
input data.

4. Current Filter table
Shows all filtered URL information.
5. Delete Selected & Delete All

Click Delete Selected will delete the selected item. Click Delete All will delete all items in this
table.
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6. Reset

You can click Reset to cancel.

Note: URL Filtering cannot work when the Visual Server is enabled. Please disable Visual Server before activate
filter.

5.6 System Management

N+ Broadband Router provides system management including password changing,
upgrade firmware, time setting, user’s account setting and other detail settings. Following is
detail explanation for each.

Upgrade Firmware
Profiles =

Time e Setting
UPRP thing

Language Setting

B Log and Status

Ej Logout
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5.6.1 Change Password

Administrator can set or change their password in this section.

L Change Password
o Button Setup
This page is vsed to set the account 10 aocess the web server of Access Point, Bropty user narne and.
password will disable the profection,
User Name: adroin
New Password: ‘ | Please enter the
Confirmed Password: ‘ password and

confirm it.

(s | (Fe2]

1. New Password

Enter the new password you want to change.
2. New Password (Confirm)

Enter the new password again for confirming.
3. Apply & Cancel

Click Apply to continue or Cancel to clear the settings on this page.

5.6.2 Upgrade Firmware

This function can upgrade the firmware of the router. There is certain risk while doing
firmware upgrading. Firmware upgrade is not recommended unless the significant faulty is
found and published on official website. If you feel the router has unusual behaviors and is
not caused by the ISP and environment. You can check the website
(http://www.sapido.com.tw__) to see if there is any later version of firmware. Download the

firmware to your computer, click Browser and point to the new firmware file. Click Upload to
upgrade the firmware. You can’t make any move unless the machine reboot completely.
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] F!,u:uut?r' Firmwal‘ﬂ Upgl'adﬂ

This page allows you vpegrade the Acress Point firmware to new version, Flease note do not power off
the device during the uplead becanse it may crsh the system.

Select File: | [ Browse.. |

Please download the

firmware to the local
computer first, and
then browse it to
upload.

1. Update Firmware

Click on Browse... button to search your local hard drive and locate the firmware to be
used for update.

2. Upload & Reset:

Click Upload to upgrade the firmware or Reset to restore to factory default Settings

Note: 1. To prevent the firmware upgrading interrupted by other wireless signals and caused failure. We
recommend using wired connection to do the upgrading.
2. The upgrade firmware will not remove your previous settings.

B Reset button:

On the back of this router, there is a reset button. If you can not login the administrator page
by forgetting your password; or the router has problem you can’t solve. You can push the
reset button for 5 seconds with a stick. The router will reboot and all settings will be restored
to factory default settings. If the problem still exists, you can visit our web site to see if there is
any firmware for download to solve the problem.
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5.6.3 Profiles Save

To back up the current configuration setting or load the backup data, also you can restore N+
Broadband Router to default setting by this function.

Menu

Router

Cne Button Setup

Step Setup
IP Config

Time Zone Setting

PP Setting

Language Setting

and Status

Logout
1. Save Settings To File
Click on Save button for saving the configuration setting into assigned location.

Users can save or restore the setting profile, and reset the setting to factory default.

e

All Broadbands, /)

Menu N Broadband Router —
Router Save/Reload Settings

Gne Button Setup

This page allows you save current settings 10 2 file or weload the settings from the file which was saved
peviously, Besides, you could reset the cmrent configuration to factory defanlt,

Save it to a computer.

Save Settings to File: Save..,
Load Settings from File: | |[(Browse_| ]| Upload
Reset Settings to Defanlt /

l Upload the file
Reset to default. from PC to router.

*Please see the following instructions.
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a. Please click Save..., a prompt window will ask user to save config.dat file. (Figure 1),
please select the location (Figure 2), for example: the desktop (Figure 3).

A pop window will show up and ask to save config.dat file. please select the location (Figure
2), for example: the desktop (Figure 3).

File Download

Do you want to save this file?

Mame; - config, dat
Tvpe: Unknown File Type, 46 bytes
Fraom:  kidsblog. tspes. tpe.edu. by

Save | Cancel

While files from the Internet can be useful, some files can potentially
harm your computer. [Fpou do fot st the zource, do not zave this
file. "'hat s the risk?

Please select the location, for example: the desktop.

Save in: @ Desktop -vl: ) ® _

A r;;I_-,._'ﬂ\'ht Diocuments
u:j j My Computer
ty Recent "_EMy hetwork Places
Documents (Capic

=) ‘

Desktop

My Documents
")

by Computer

by Networke | Save as ope: | .dat Document | Cancel

R

_omputer

config
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2. Load Settings From File

Click on “Browse... ” button for searching the saving configuration from hard drive, and then
click on Upload button to load all the settings into the router.

Save/Reload Settings

This page allows won save cuoeent setings 0 a file or weload the settings from the file which was saved.
previcmsly, Beaides, yon conld eset the conent configumtion o Bcbory defimnlt,

Save Settings to File: Save,.,

Load Settings from File: | (Browse.. ][ Upload |

Reset Settings to Default:

Select the config.dat file.

Choose file

Laok i J@ Desktop j G % 2B

.- - i}',jMy Documents

; j My Computer
MyRecent ¥y Netwark Places
Documents Eﬁ:.ﬂ.vRack

@ I Wireless LA Ukilicy
- Ipic

Desklop ]

by Documents

o

iy Computer
by Metwerk  File name: Iconfig.txt j Open |
Places
Flesoftope [l Files (7] = Cancel

Click Upload to retrieve.

Save/Reload Settings

This page allows vou save current settings to a file or reload the settings from the file which
was saved previously. Besides, vou could reset the current configuration to factory default.

Save Settings to File:

Load Settings from File: |l:3 \Documents and Settings'-.F'H Browse. ] [ Upload

Eeset Settings to Default:
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When you see the screen below, the updating is completed. Please click OK to return to the
main menu.

All Broadbands, /)

Menu N Broadband Router

F= Rolitel

Change setting successfully!

System is configuring, after 24 seconds system will return to the previous page.

3. Reset Setting to Default

After you have tried other methods for troubleshooting your network, you may choose to
restore N+ Broadband Router to the factory default settings.

e

All Broadbands )

Menu N Broadband Route

= F:_u:-ut-z-.r' Save/Reload SEttings

Thiz page allows you save current settings to a file or reload the settings from the file which
was saved previously. Besides, you could reset the current configuration to factory default.

Save Settings to File:

Load Settings from File: | [(Browse_]
g I.;l r'a-:le Firmrware Reseisettings ta Defmbl:

Profiles Save

Time Zone Setting

Microsoft Internet Explorer

UPnP =

\y Do you really wank bo reset the current settings to defaulk?
Larguage ' :

B | og and Status -
D Logout Ii Ik Cancel

When you see the screen below, the resetting is completed. Please click OK and return to the

main menu.
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5.6.4 Time Zone Setting

The System time is the time used by N+ Broadband Router for scheduling services. You can
manually set the time or connect to a NTP (Network Time Protocol) server. If a NTP server is
set, you will only need to set the time zone. If you manually set the time, you may also set
Daylight Saving dates and the system time will automatically adjust on those dates.

This function allows users to select their time zone and NTP server. Users can adjust the time

manually or through the NTP server.

Menu | N Broadband Router -
= Router Time Zone Setting

one Button Setup

Fom can aintain the system time by synchronizing with a public tire server over the Intemet,

Current Time - MOn-Day-HIEan-S&':I__—I

anagemert Time Zone Select : | (M T08 0] Taipei v
il ) ~~ Please select
Upgrade Firmwars [l Enable NTP client npdate the time
Antomatically Adjust Daylight Saving zohe.
NTP server : @® (1554141 - Norh Amedca |
o| | ( Mannal TP Setting)

B | ng and St _

B Logout Apply Change [RESE?’(] [ Befresh J

1. Current Time

Users can input the time manually.

2. Time Zone Select

Select your time zone location from the drop-down list.

3. Enable NTP client update

Check to enable NTP client update.

4. Automatically Adjust Daylight Saving

If you are in daylight saving time area, please enable this item.
5. NTP server

Please select the NTP server from the pull-down list, or you can enter the NTP server IP
address manually.
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6. Apply Changes & Reset & Refresh

Please click on Apply Changes to save the setting data. Or you may click on Reset to clear
all the input data. Or you may click on Refresh to update the system time on the screen.

7. NTP Server Type & Default NTP Server

Choose “General Time Server” and select the NTP Server from the drop-down list or
choose “Customized Time Server” and enter the server by manual.

5.6.5 UPnP Setting

UPnP (Univsersal Plug and Play) allows users to connect their UPnP-enabled broadband
router, printer server and other devices right to the network with zero-configuration, meaning
easier setup for installing the device on the network. The automatic discovery feature enables
the device to obtain an IP address, present and describe itself to other devices and PCs on
the network without having to install drivers, but to configure and use those devices.

All Broadbands )

Menu N Broadband Router

UPnP Setting

In this page,you can turn on or turn off the UPNP feature of your router,

W iirsless
o AT Enable/Disable UPNP: © Enabled |7 Disabled
|
-
2! Apply Change Res
9] [ ¥ | ot
B
E T
B) ki
-

1. Enable/Disable UPnP
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Enabling UPNP, click My Network Places, and user can open the web GUI by just clicking

on the Internet Gateway Device icon.

® My Network Places

Fle Edit “iew Favorites Tools  Help

O Back Q @ p Search @- Folders v

Address | &4 My Netwark Places

r

Metwork Tasks

g Add a network place % SAPIDOD _RE-1232
% View network connections \

Set up a home or small
office netwark

;’}; Set up a wireless netwark
Far & home ar small office

a‘}" Wigw wiorkgroup compukers

@ Hide icons For networked
PR devices

5.6.6 Language Setting

N+ Broadband Router provides a user friendly interface in 12 languages. You can create your

own language interface by following steps.

Step 1. Select Language: Select your preferred language from the drop down list, for
example, Deutsch, and then click Apply Changes .

All Broadbands 7‘

Menu

== SR OGter Lang uage Setting

One Button Setup

This page allows you setup the GLUI language.

( [ English _-@_“ Apply Change |
English
o (s
fEEo
=
Fvcococen
Dientsch
Frantals
el
UPnP Setting Eﬂs
2=l

Ttaliane

Select language:

Fl Tirne Zone Setting

B [ 0g and Status
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Step 2.  When you see the screen with message in your selected language, the Language

setup is completed.

All Broadbands

Menu

= Router
b SR HE 8%
B e =27
e irsE =
B o
B naTE
e 25
| =R
|- =R

|Note: In order to prevent the incomplete translation, you can press “CTRL+F5" to force reload of the page.

5.7 Log & Status
N+ Broadband Router provides the log list and connection status for user to check.
Menu

— Router
[ one Button Setup
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5.7.1 Network Config

Network Configuration shows the firmware version and the connection status of LAN, WAN
and Wireless.

= Router N etwn rk Cn nfig

El ©ne Button Set

This page shows the current status and some basic settings of the device,

Uptime Dday:0h:13m:51s
Firmware Yersion Yerl.0.l

WirelessConfiguration

Mode AP

Band 2.4 GHz (B+G+M)
SS5ID SAPIDO_All_Broadband_Router
Channel Number 11

Encryption Disabled

MAC Address 00:e20:40:81:96: b1
Associated Clients 1

Attain IP Protocol Fixed IP

IP Address 192.168.1.1
Subnet Mask 2595.295.255.0
Default Gateway 192.168.1.1

DHCP Server Enabled

MAC Address 00:e0:4c:81:96:b1
Attain IP Protocol 3.5 Disconnected
IP Address 0.0.0.0

Subnet Mask 0.0.0.0

Default Gateway 0.0.0.0

MAC Address 00:e0:4c:81:95:00
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5.7.2 Event Log

N+ Broadband Router provides system logs for review.

= F:_u:-ut-_e-.r - S}'S'[Em LOg

This page can be nsed to set rerocte log server and show the systemn los,

[] Enable Log
system all wireless DoS

Enable Remote Log Log Server IP Address: I:l

Refiesh

1. Enable Log

Select Enable Log to record the system log

2. system all, wireless & DoS

Select Wireless, DoS or system all to record

3. Enable Remote Log

You may choose to enable the remote event log or not.
4. Log Server IP Address

Please input the log server IP Address.

5. Apply Changes & Refresh & Clear

Click on Apply Changes to save the setting data. Click on Refresh to renew the system time,
or on Clear to clear all the record.
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m  After clicking Apply Changes to record the event log, it will be shown as the example
below.

Enable Log
5y5tem all wireless DoS

] Enable Remote Log Log Server IP Address: ||

COTEt TACE

Odaw 00:00:17 PPTP netfilter commection tracking: registered
Odaw 00:00:17 PPTP netfilter NAT helper: registered

Odaw 00:00:17 ip_takles: (C) 2000-2002 Netfilter core team
Odaw 00:00:17 NET4: Unix domain sockets 1.0/8MP for Linux NET4.0.
Odaw 00:00:17 NET4: Ethernet Bridge 0028 for NET4.0

Odaw 00:00:17 ¥F3: Mounted root (sguashfs fillesvstem) readonly.
Odawy 00:00:17 Freeing uwrmsed kermel memorv: 64k freed

Odaw 00:00:17 mount fproc file swstem ok!

Odaw 00:00:17 mount fwar file swstem okl

Odaw 00:00:17 dewice ethl entered promlscuous made

Oday 00:00:17 device wlanl entered promiscuons mode

Odaw 00:00:17 TPT: unreasonable target TISI 0O

Odaw 00:00:17 br0: port Z{wlanl) entering listening state

Odaw 00:00:17 br0: port 1{eth0) entering listening state

ma 1 H

an.Af.12 1.0 L W B - Al

R

[»

5.8 Logout

Click Logout on the bottom menu to exit and go back to GUI login home page.

All Broadbands™ ?’

Menu
== Rodter Logout

One Button Setup

This page s vsed o logout,

Do you want to logout ?

| Apply Change |

1 Management

= Log and Status
EE_ Network Config
[ Eventlog
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Chapter 6 DDNS Service Application

DDNS is a service changes the dynamic IP to the static IP. The settings of DDNS can solve
the problem of being given the different IP by router every time. After setting the Router, your
host name would correspond to your dynamic IP. Moreover, via the host name application, it
could be easier for you to use FTP, Webcam and Printer remotely.

Dynamic DNS allows you to make an assumed name as a dynamic IP address to a static
host name. Please configure the dynamic DNS below. Please select Dynamic DNS under
the IP Config folder, and follow the instructions below to enter the Dynamic DNS page to

configure the settings you want.

If you don't have a DDNS account, please follow the steps to complete your DDNS with

Dynamic IP settings.

Step 1. First access the Internet and fill http://www.dyndns.com/ into the address field of

your web browser, then click Create Account .

DynDNS . - -
yr com _
by Dynamic Notwork Seevices inc, assword? -[Creste Accoun

About Services Account

|r ) Take our new tour and see what we do

o ol
@o D N SC Og Botai  asididn DNS Services

DMS for static and dynamic IP address

Check for n

. . . Pa Al e MailHop Services
New Diagnostics Tool Now Awvailable Enare relisble Snial delivery
Chach for |

Search

Outage Causes Multiple Website Failures (DynDNS Customers Mot Affected)
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Step 2. Fill in the form as required, and then click on Create Account button.

Create Your DynDNS Account

Please complete the form to create your free DynDMS Account.

(* User Information —\
Username: |
| | Tnstructions to activate your account will be sent 1o the e-mail address provided,
| | Wour passwond needs to be more than 5 characters and cannot be the same 25 your username, Do not
Password: choosa 3 passwword that is 3 common word, or can otherwise be sasily guessad,
\_ >

- About You (optional)

Providing this information will help us to better understand our customers, and tailor future offerings more accurately to your needs. Thanks

for your help!

How did you hmrahuutl— v| \VeM\wmm.manwmmﬁm\wwﬂd
us:
Details: | |

- Terms of Service

Please read the accepatable use policy (AUP) and accept it prior to creating your account. Also acknowledae that you may only have one
(1) free account, and that creation of muitiple free accounts wil result in the deletion of all of your accounts.

Policy Last Modified: February &, 2006 L

1. ACENOWLEDGMENT AND ACCEPTANCE COF TERMS OF SERVICE

All services provided by Dynamic Network Services, Inc.
("DynDNS") are provided to vou (the "Member™) under the
Terms and Conditions set forth in this Acceptable Use Policy
("ATEP") and any other operating rules and policies set forth
by DynDNS. The AUP comprises the entire agreement between
the Menber and DynDNS and supersedes all prior agreements
between the parties regarding the subject matter contained
herein. BY COMPLETING THE REGISTRATION PROCESS AND CLICKING
THE "Accept” BUITCN, YOU ARF INDICATING YOUR AGREEMENT TO BE
BOUND BY ALL OF THE TERMS AND CONDITICMS OF THE AUP.

Z. DESCRIPTION OF SERVICE et

Iagree to the AUP:

1 will only create one (1)
free account:

~Mailing Lists (optional)

DynDMS maintains 2 number of mailing lists designed to keep our users informed about product annoucements, client development, our
company newsletter, and our system status. Please use the checkboxes below to alter vour subscription preference. Your subscription
preference may be changed at any time through the account settings page.

newsletters: [
press-releases: [
system-status: [

- Next Step

After you click "Create Account”, we will create your account and send you an e-mail to the address you provided. Please follow the
instructions in that e-rmail to confirm your account. You wil need to confirm your account within 48 hours or we will automatically delete
your account, {This helps prevent unwanted robots on our systems)

[ Create Account ]
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Step 3.  When you got this account created message, close it, and check your mailbox. You
would get a mail from DynDNS website.

‘() DynDNS N e W

Lost Pessword? - Creste Account

| About Services Account Support Mews

My Account

|
: Account Created
Create Account

Your account, T¥atLabk, has been created. Directions for activating your account have been sent to your e-mail address:

. Login 5 A : z S
| L clairbleu tyfhotmail.com. To complete registration, please follow the directions you receive within 48 hours.

Lost Password?

You should receive the confirmation e-mail within a few minutes. Please make certain that your spam fittering allows messages from
| Search support@dyndns.com to be delivered. If you have not received this e-rmail within an hour or so, request a password reset. Following the

’—| instructions in the password reset e-rmail will also confirm your new account.
| Thanks for using DynDNS!

Step 4. Click on the indicated address within your mail to confirm.

Your DynDNS Aceccunt 'TYatLeb' hes been created. You need to
visit the confirmation eddress below within 48 hours to complete
the account creation process:

[httpa:ffwww.j;ndns.c:mfacc:unt;c:nfi:mf:SDpEtEch YpnS2CHMyEQ ]

Cur ‘basic service offerings are free, but they are supported by
our ‘paid services. See http:/ www.dyndns.com/services/ for a
full listing of all of cur evailable services.

If wou did not sign up for this account, this will be the only

communication you will receiwve. All non-confirmed accounts are

automaticelly deleted after 48 hours, and no addresses are kept
on file. We apologize for any inconvenience this correspondence
may hawve caused, and we assure vou that it was only sent at the
request of someone visiting our site reguesting an account.

Sincerely,
The DynDNS Team
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Step 5. Click on login.

Account Confirmed

The account T¥atLak has been confirmed. You can nm' ginjand start using your account.

Be informed of new services, changes to services, and important system maintenance/status notifications by subscribing to our mailing lists.
Once there, you may susbscribe to the Announce list by checking the appropriate box and clicking the "Save Settings” butfon.

Step 6. Click My Services after logging in.

About Services Account Support News
My Account
_ Account Summary for TYatLab
My Services
Aceolint Seftings My Services Billing Account Settings
I View, modify, purchase, and $ Updzte your biling information, Update your e-mail address, set
| Biling delete your services. - complete a purchase, and view { preferences, and delete your
My Cart invoices. account.
@ Ditems
My Zones View Shopping Cart Change E-rail Addrass
h Add Zone Services Active Services Change Password
Seard
|7| My Hosts Order History Change Username
———————— Add Host Services Biling Profile and Vouchers Contact Manager
Search
| Account Upgrades Renew Servicas Mailing Lists

Step 7. Click Add New Hostname

Account Level Services

Paid Account (2) Mo Technicsl Support
Account Upgrades (2) Mo View - Add
DNS Service Level Agreement (2) Mone Add DHS Service Level Agreement
Premier Support Option (2) Mone Available Add Bremier Support Cases
Zone Level Services Add Zone Services

Mo zone level service itemns registered: Add Fone Services.

Hostnames | T |

Mo Hostname services registered.

Step 8. Put in your favorite hostname and service type, and then click Create Host after
finished.
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Hostname: | |. |webhop.net i

Wildcard: [ Yes, alias "=.hostname.domain” to same settings.

Service Type: () Host with TP address
{3 WebHop Redirect
{3 Offline Hostname

IP Address:
Uiss suto detected TP sodress
TTL vahue i 60 seconds, Edit TTL.
Mail Routing: [] Yes, let me configure Email routing.

[ Create Host ]

Step 9. Your hostname has been created when you see the following page.

Add New Hostnams - Host Updste Logs

Host Services

Hostname amigo.webhop.net created.

Hostname Service Details Last Updated
Host ORI 06 Mov. 19, 2007 4:08 AM
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Chapter7 Q&A

7.1 Installation
1. Q:Where is the XDSL Router installed on the net  work?

A: In a typical environment, the Router is installed between the XDSL line and the LAN.
Plug the XDSL Router into the XDSL line on the wall and Ethernet port on the Hub
(switch or computer).

2. Q: Why does the throughput seem slow?

A: To achieve maximum throughput, verify that your cable doesn’t exceed 100 meter. If
you have to do so, we advise you to purchase a bridge to place it in the middle of the
route in order to keep the quality of transmitting signal. Out of this condition you
would better test something else.

® Verify network traffic does not exceed 37% of bandwidth.

® Check to see that the network does not exceed 10 broadcast messages per
second.

® Verify network topology and configuration.

7.2 LED
1. Why doesn't N+ Broadband Router power up?
A: Check if the output voltage is suitable, or check if the power supply is out of order.

2. The Internet browser still cannot find or connec t to N+ Broadband Router after
verifying the IP address and LAN cable, the changes cannot be made, or
password is lost.

A: In case N+ Broadband Router is inaccessible, you can try to restore its factory
default settings. Please press the “Reset” button and keep it pressed for over 7
seconds and the light of STATUS will vanish. The LEDs will flash again when reset is
successful.

3.  Why does N+ Broadband Router shut down unexpecte  dly?

A: Re-plug your power adapter. Then, check the STATUS indicator; if it is off, the
internal flash memory is damaged. For more help, please contact with your provider.
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7.3

1.

7.4

2.

IP Address
Q: What is the default IP address of the router  for LAN port?
A: The default IP address is 192.168.1.1 with subnet mask 255.255.255.0
Q: I don't know my WAN IP.
A: There are two ways to know.
Way 1: Check with your Internet Service Provider.

Way 2: Check the setting screen of N+ Broadband Router. Click on Status & Log
item to select Network Configuration on the Main Menu. WAN IP is
shown on the WAN interface.

How can | check whether | have static WAN IP Add ress?

A: Consult your ISP to confirm the information, or check Network Configuration in N+
Broadband Router’'s Main Menu.

Will the Router allow me to use my own public IP s and Domain, or do | have to use
the IPs provided by the Router?

A: Yes, the Router mode allows for customization of your public IPs and Domain.

OS Setting
Why can’t my computer work online after connecti ng to N+ Broadband Router?

A: It's possible that your Internet protocol (TCP/IP) was set to use the following IP
address. Please do as the following steps. (Windows 2000 & XP) Start > Settings >
Network and Dial-up Connections >double click on Internet Protocol(TCP/IP) >
select obtain IP address automatically > Click on OK button. Then, open Internet

browser for testing. If you still can’t go online, please test something else below.

® Verify network configuration by ensuring that there are no duplicate IP
addresses.

® Power down the device in question and ping the assigned IP address of the
device. Ensure no other device responds to that address.

1. Check that the cables and connectors or use another LAN cable.

Q: Web page hangs, corrupt downloads, or nothing but junk characters is being
displayed on the screen. What do | need to do?
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7.5

A: Force your NIC to 10Mbps or half duplex mode, and turn off the "Auto-negotiate"
feature of your NIC as a temporary measure. (Please look at the Network Control
Panel, in your Ethernet Adapter's Advanced Properties tab.)

Q: Why can't | connect to the Web Configuration?

A: you can remove the proxy server settings in your web browser.

N+ Broadband Router Setup
Q: Why does N+ Broadband Router’s setup page shu t down unexpectedly?

A: If one of the pages appears incompletely in N+ Broadband Router’s setup pages,
please click on Logout item on the Main Menu before shutting it down. Don’t keep it
working. Then, close Internet browser and open it again for going back to the
previous page.

Q: Why can’'t my USB devices and LAN ports work p  roperly after setting the
DHCP?

A: There are two rules over here.

Rulel: After connecting USB devices, please reboot your Router.

Rule2: Before finishing the DHCP setup, please don’'t connect any computer to LAN
ports, because the conflict of having the same IP may occur and cause some
computers a lot of trouble.

X¢Notice: Make sure that you always click on the Apply button after configuring
each setting. And in order to let other LAN ports work properly, please reboot
your PC.

Q: I don’t know how to configure DHCP.

A: DHCP is commonly used in the large local network. It allows you to manage and
distribute IP addresses from 2 to 254 throughout your local network via N+
Broadband Router. Without DHCP, you would have to configure each computer
separately. It's very troublesome. Please Open Internet browser > Input
192.168.1.1 in the website blank field > Select DHCP Server under the IP Config
Menu. For more information, please refer to 3.3.2 (Router Mode) or 4.3.1 (AP Mode).

Q: How do | upgrade the firmware of N+ Broadband Router?

A: Periodically, a new Flash Code is available for N+ Broadband Router on your product
supplier's website. Ideally, you should update N+ Broadband Router’'s Flash Code
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using Upgrade Firmware on the System Management menu of N+ Broadband
Router Settings.

5. Q: My N+ Broadband Router cannot connect to the ISP?
A: There are three possible solutions.

1. Check the Cable/XDSL modem is power on.
Check the Cable/XDSL link light is on to verify a good physical connection.
Check the WAN port LED to verify if the Cable/XDSL modem is connected to the
router:
If your ISP Login method is following, please make sure the username and password
are correct or not.
If your ISP is using dynamic IP addressing (DHCP) then the DHCP protocol does not
have the authentication feature. Some Cable service providers often use the following
to determine user’s identification.
6. Q:Whyisthat | can ping to outside hosts, but cannot access Internet websites?

A: Check the DNS server settings on your PC. You should get the DNS servers settings
from your ISP. If your PC is running a DHCP client, remove any DNS IP address
setting. As the router assign the DNS settings to the DHCP-client-enabled PC.

7. Q: N+ Broadband Router couldn’t save the setting after click on Apply button?

A: N+ Broadband Router will start to run after the setting finished applying, but the
setting isn’t written into memory. Here we suggest if you want to make sure the
setting would be written into memory, please reboot the device via Reboot under
System Management directory.
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7.6  Wireless LAN
1. Q:Why couldn’t my wireless notebook work on-lin e after checking?

A: Generally, Wireless networks can sometimes be very complicated to set up,
particularly if you're dealing with encryption and products from different vendors. Any
number of variables can keep your workstations from talking to each other. Let's go
over some of more common ones.

For starters, verify that your router and your workstation are using the same SSID
descriptions. SSID acts as a password when a mobile device tries to connect to the
wireless network. The SSID also differentiates one WLAN from another, so all
access points and all devices attempting to connect to a specific WLAN must use the
same SSID. A workstation will not be permitted to connect to the network unless it
can provide this unique identifier. This is similar to the function of your network's
Workgroup or Domain name.

When you're experiencing conductivity problems, it is always best to keep things
simple. So next you are going to do is that, please disable any WEP encryption you
might have configured.

Successful implementation of encryption also includes the use of a shared key. A
HEX key is the most common, but other formats are also used. This key identifies
the workstation to the router as a trusted member of this network. Different
manufacturers can implement this key technology in ways that might prevent them
from working correctly with another vendor's products. So pay attention to detail is
going to be the key to a successful installation.

Next make sure the router and the NIC are configured to use the same
communications channel. There are normally 11 of them, and the default channel
can also vary from vendor to vendor. You might also want to confirm that the router
has DHCP services enabled and an address pool configured. If not, the NIC won't be
able to pick up an IP address. | have run across a few access points that offer DHCP
services but do not assign all of the needed IP information to the NIC. As a result, |
was able to connect to the network, but could not browse the web. The point is, don't
assume anything. Verify for yourself that all of the required settings are being
received by the workstation.

Finally, you might want to keep the system you're trying to configure in the same
room as the router, at least during the initial configuration, in order to minimize
potential interference from concrete walls or steel beams.
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2.  Q: My PC can't locate the Wireless Access Point.
A: Check the following:

® Your PC is set to Infrastructure Mode. (Access Points are always in Infrastructure
Mode.)

® The SSID on your PC and the Wireless Access Point are the same. Remember
that the SSID is case-sensitive. So, for example “Workgroup” does NOT match
“workgroup”.

® Both your PC and the Wireless Access Point must have the same setting for
WEP. The default setting for the Wireless Router is disabled, so your wireless
station should also have WEP disabled.

® |f WEP is enabled on the Wireless Router, your PC must have WEP enabled,
and the key must match.

® |f the Wireless Router’s Wireless screen is set to Allow LAN access to selected
Wireless Stations only, then each of your Wireless stations must have been
selected, or access will be blocked.

® To see if radio interference is causing a problem, see if connection is possible
when close to the Wireless Access Point. Remember that the connection range
can be as little as 100 feet in poor environments.

3. Q: Wireless connection speed is very slow.

A: The wireless system will connect at highest possible speed, depending on the
distance and the environment. To obtain the highest possible connection speed, you
can experiment with following:

® Access Point location: Try adjusting the location and orientation of the Access
Point.

® \Wireless Channel: If interference is the problem, changing to another channel
may show a marked improvement.

® Radio Interference: Other devices may be causing interference. You can
experiment by switching other devices off, and see if this helps. Any “noisy”
devices should be shielded or relocated.

® RF Shielding: Your environment may tend to block transmission between the
wireless stations. This will mean high access speed is only possible when close
to the Access Paint.

4. Q: Some applications do not run properly when us ing the Wireless Router.

A: The Wireless Router processes the data passing through it, so it is not transparent.
Use the Special Application feature to allow the use of Internet applications which do
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not function correctly. If this does solve the problem, you can use the DMZ function.

This should work with almost every application, but:

It is a security risk, since the firewall is disabled.
Only one (1) PC can use this feature.

5. Q:lcant connect to the Wireless Router to con  figure it.

A: Check the following:

The Wireless Router is properly installed, LAN connections are OK, and it is
powered ON.

Make sure that your PC and the Wireless Router are on the same network
segment.

If your PC is set to “Obtain an IP Address automatically” (DHCP client), restart it.
If your PC uses a Fixed (Static) IP address, make sure that it is using an IP
Address within the range 192.168.1.129 to 192.168.1.253 and thus compatible
with the Wireless Router’s default IP Address of 192.168.1.254. Also, the
Network Mask should be set to 255.255.255.0 to match the Wireless Router. In
Windows, you can check these settings by using Control Panel ~ Network to
check the Properties for the TCP/IP protocol.

6. Q: The WIinXP wireless interface couldnt communi cate the WEP with N+

Broadband Router’s wireless interface.

A: The default WEP of WinXP is Authentication Open System - WEP , but the WEP of
N+ Broadband Router is only for Shared Key - WEP , it caused both sides couldn’t
communicate. Please select the WEP of WinXP from Authentication Open System to
Pre-shared Key - WEP , and then the WEP wireless interface between WinXP and
N+ Broadband Router would be communicated.

7.7  Support

1. Q: What is the maximum number of IP addresses th at the XDSL Router will

support?

A: The Router will support to 253 IP addresses with NAT mode.

5. Q: Is the Router cross-platform compatible?

A: Any platform that supports Ethernet and TCP/IP is compatible with the Router.
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7.8 Others
1. Q:Why can't|receive corrupted FTP downloads?

A: If you are experiencing corrupted files when you download a file with your FTP client,
try using another FTP program.

2. Q: Why does the router dial out for PPPOE mode v ery often?

A: Normally some of game, music or anti-virus program will send out packets that
trigger the router to dial out, you can close these programs. Or you can set the idle
time to O, then control to dial out manually.

3. Q:What can | doif there is already a DHCP serv  er in LAN?

A: If there are two DHCP servers existing on the same network, it may cause conflict
and generate trouble. In this situation, we suggest to disable DHCP server in router
and configure your PC manually.

7.9 USB Device
1. Q: How many USB devices can be connected to the  Product?

A: N+ Broadband Router supports maximum of 1 USB ports.
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Chapter 8 Appendices

8.1 Operating Systems

1. Microsoft : Windows 2000, XP, Vista 32bit and the following related versions.
2. Apple : Mac OS X 10.4.7, Leopard and the following related versions.

3. Linux : Redhat 9, Fedora 6 & 7, Ubuntu 7.04 and the following related versions.

8.2 Browsers
1. Internet Explorer ver. 6 and 7 and the following related versions.
2.  FireFox ver. 2.0.0.11 and the following related versions.3.

3. Safari ver. 3.04 and the following related versions.

8.3 Communications Regulation Information

Should any consumers need to learn more information, services and supports, please contact
the supplier of your product directly.
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